REVISED
RFS 22-67238: PROCUREMENT and TRAVEL CARD PROGRAM
TECHNICAL PROPOSAL
ATTACHMENT F

Instructions:  Please supply all requested information in the areas shaded yellow and indicate any attachments that have been included to support your responses.

2.4.1 General Requirements & Definitions

2.4.1.1 Please confirm your understanding and acceptance of all definitions and abbreviations listed in RFS Section 1.2.

	J.P. Morgan understands and accepts all definitions and abbreviations listed in RFS Section 1.2.



2.4.1.2 	Please list any additional terms and definitions used by your company or industry that you would like the State to consider incorporating in the contract.  The State will not accept terms and definitions introduced after award during contract finalization and implementation.

	Not applicable.



2.4.1.3 Please confirm you have carefully reviewed all requirements listed in RFS Section 1.4.  Should your company have any exceptions, substitutions, or conditions for the State’s consideration, please list them below.  The State will not accept exceptions, substitutions, or conditions introduced after award, during contract finalization and implementation.

	Please see Appendix 3 for Exceptions and Comments to the RFP and MSA.



2.4.2 [bookmark: _Hlk50638091]Card Program Requirements

2.4.2.1 Please describe the proposed card program that meets the requirements laid out in Section 1.4.3 of the RFS.  The current State program only requires procurement and travel cards; however, the State would like to understand Respondents’ full offering of various card types including but not limited to pre-paid cards, emergency cards, single use cards, corporate cards, and virtual cards.

	We continue to offer several Commercial Card solutions and highlight them at-a-glance below.
Whether it be traditional plastic cards for procurement and travel expense or advanced payables solutions like virtual cards, let us design the optimal program solutions to help the State transform your business. 
	Commercial Card Solutions
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	Purchasing Card
Plastic and cardless (ghost) payment solution
Reduce costs: Increase efficiency, streamline processes and reduce costly manual processing on low value/high frequency spend
Enhance control: Enhance employee convenience with spend controls and added visibility to promote policy adherence and minimize misuse
Realize gains: Create potential for rebate revenue and cash flow optimization
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	Corporate Card
Plastic travel and entertainment payment solution
Empower travelers: Empower business travelers to make purchases within the limits and boundaries set by the organization
Improve convenience: Take advantage of broad acceptance at millions of locations worldwide and increase spend capture
Increase visibility: Level III travel data is available within PaymentNet (if passed by the merchant) for display and reporting to allow for spend visibility and policy monitoring.
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	One Card
One solution to manage multiple types of spend
Simplify processes: Simplify program administration and place essential program functionality at the fingertips of your users
Enhance control: Greater employee convenience and streamlined purchasing control with one card to carry and one set of spend controls
Aggregate spend: Aggregate spend capture as you consolidate the rebate revenue stream for optimal earning potential
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	Virtual Card
Virtual, electronic single-use payables solution
Automate control (to the penny): Automate higher value spend requiring accounts payable control or “one-off” transactions
Get it all: Receive the benefits of a Purchasing Card with the controls of a check (payee, date, amount) and the efficiencies of ACH
Realize gains: Take advantage of earning rebate revenue, extending float, increasing liquidity and streamlining the payment process



Leverage the experience of a market leader
What does that mean to you?
It means we provide you with proven solutions and time-tested features tailored to your complex needs—regardless of the size of your program, range of spend, specific business challenges, goals and technology.
Being one of the most strongly capitalized bank-holding companies means you benefit from our flexibility to pursue technology enhancements and capital investments into new products and services, to continually seek innovative concepts and ways to increase operating efficiencies.
Leverage our consultative approach at all stages of your program leverage our specialists to optimize your payment strategy in areas of:
Industry benchmarking
Program communications
Program consistency
Spend segmentation analysis
Program value quantification
Supplier recruitment


Our consultative approach means we are relationship focused. We design, implement and manage a solution to meet your needs, subject to your approval.
From implementation to ongoing support, dedicated in-house implementation helps you get started and in-house service provides ongoing client care to help solve problems quickly.
We begin by taking the time to learn more about the issues that confront your organization each day, your processes, how these processes work, and what you are trying to achieve.
Once we have assessed your needs, we recommend the program that works for you to enhance control, simplify payments and optimize cash flow.
Leverage our scale 
With one of the highest acceptance rates in the industry, we put the convenience of you and your cardholders first. We can help you drive adoption and capture more spend, using our large supplier network, extensive recruitment experience and broad base of acceptance.
Capture scale from a payments leader and engage J.P. Morgan Commercial Card Solutions to earn more rebates, drive operating efficiencies and enhance control.
Department cards
Department cards are typically issued in the name of the department head who will receive and reconcile the statement and submit for payment. We offer both—department cards and individual Commercial Cards.
Although department cards help reduce the number of cards outstanding, individually issued Commercial Cards make accountability and reconciliation easy. Individual cards allow for the use of default account coding that links cardholders and their transactions with the appropriate cost center, department and expense codes. 
Ghost cards
Purchasing card account numbers can be given to your authorized suppliers to keep on file for use in all organizational transactions. These ‘ghost’ accounts allow your organization to make purchases through a single purchasing card and account number.
The transaction becomes an electronic form of a purchase order, reducing manual purchase orders.Ghost accounts Help you
Control supplier spending
Consolidate purchases into a single bill and payment 
Make sure preferred suppliers are used
Make sure transactions are marked for accounting purposes by utilizing cost centers or department codes


the State can use J.P. Morgan’s ghost accounts to combine billings for regularly used suppliers and isolate expenses for cardholders as well as non-cardholders.
Use PaymentNet to view ghost card transactions and create reports that can be downloaded to your general ledger or accounts payables system. The online statement and payment function in PaymentNet allows authorized employees to view statements and balances, as well as make payments electronically.
Our processor (TSYS) requires that a plastic card be issued for ghost accounts. The cardholder can provide the account number to your vendors to keep on file for all future transactions.
Project cards
Purchasing Card provides the State the flexibility to easily handle expenses related to short-term projects or events and simplified transaction tracking and reconciliation. Issue project cards to a specific person (or small group) for the duration of the project. Distinctive cards featuring the project name are issued to each authorized employee. 
Unlike traditional commercial cards, project-specific Purchasing Card is linked to a non-renewable credit line with pre-established spend controls and a shortened time frame of validity. When combined with built-in audit capabilities, MCC blocking and other configurable controls, these features promote enhanced security and appropriate use of funds by your authorized purchasers.
	Increase spend tracking and control with project cards 

	Reduce the need for petty cash
As an option, block cards from use at ATMs or specific MCC groups for tight control
Have the card expire with the end of the project or event
Increase or decrease card credit limits online in real time to meet budget or project changes
Request, cancel or close cards online



To make sure that the State has full visibility of your card usage, statements for project-assigned cards reflect expenditures for all cards linked to the project. Reports in PaymentNet include all transaction details and accounting codes for a single event, quarter, year or multi-year period (as specified by users). 
Declining balance cards
Purchasing Card can be set up with declining balance functionality that prevents monthly credit limits from refreshing when payments are received or a new cycle begins. Establish a credit limit and time for each card.
Manage specialized expenditures such as grants, projects, meeting planning and employee relocation with a declining balance card. View and report on your accounts, including standard Purchasing Card and those with declining balance features, with PaymentNet. 
Contactless cards
J.P. Morgan offers contactless-capable/ ‘tap to pay’ cards in association with Visa and Mastercard programs. Contactless-capable cards are equipped with a chip that can be inserted into the merchant point of sale terminal or simply tapped at the terminal of participating providers. This new technology allows cardholders to tap the card to pay for fast, easy and secure checkout.







Standard cards – contactless
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Figure 4



2.4.2.2 Please describe your various liability options available to the State and Participating Entities as laid out in Section 1.4.3 of the RFS. The State currently utilizes a corporate liability model but would like details on additional models such as Joint and Several Liability.  Outline all options available below. Please also detail the implications, if any, of offering types of liability (other than corporate) for your proposed rebates, incentives, and fees under the “Value Added” section within Attachment D: Cost Proposal. Please do not include any rebate, incentive, or fee information in your Technical Proposal.

	We require that Commercial Card be used only for business-related expenditures as liability for charges reside with your organization. Options include:
Corporate liability where you are liable for all charges made to cardholders’ accounts and maintains sole responsibility for payment
Joint and several liability where you share joint liability with cardholders, and they are responsible for payment, but ultimately you are liable for all outstanding balances
For a Commercial Card program with only purchase or account payable spend, liability must be set to “corporate.”



2.4.2.3 Please describe the available controls to restrict purchases pursuant to mutually agreed upon guidelines as laid out in Section 1.4.3 of the RFS.

	We offer numerous card controls and key administrative features such as full hierarchy support, real-time adjustments of spend controls online and denial at the point of sale for transactions that do not meet your requirements.
the State’s program administrator can establish dollar, transaction, merchant category code (MCC) and cash advance limits at any level of your hierarchy: by individual, department or for the entire organization.
Control options by hierarchy level
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Figure 5
PaymentNet provides a variety of controls for all level of your organizational hierarchy.

Standard controls available for our commercial cards include:
Dollar limits: Dollar limit controls include cycle spend, transaction amount, daily spend amount, monthly spend, and spend limits by MCC
Transaction limits: Limits can be placed on the number of transactions allowed per day and per month
MCC restrictions: Limits can be applied to MCCs with a dollar amount, transaction value or the number of transactions allowed per day
Cash advance controls: You have the ability to control monthly cash advance amounts or totally restrict the ability to use the cash advance options
Guidance line: Suspends your ability to continue to use the card when the total balance reaches its limit
Chip technology
As noted in Section 1.4.3 in the RFS, we can confirm we offer chip technology as a part of our card programs.



2.4.2.4 Please describe the mechanisms your company utilizes to stay at the forefront of the procurement and travel card field in terms of services offered.  Provide an example of the research, development and deployment undertaken by your company to integrate new services with a customer in the last three (3) years.  Please list any offerings currently available that are not required in this RFS.

	When implementing technology enhancements, we focus on improving functionality and the client/user experience.
Our PaymentNet software was developed internally and is maintained in house, we have full control over the enhancement process.
	Proven four-step approach to prioritize enhancements

	1
	Identify enhancement opportunities
We receive enhancement requests from our clients and proactively research evolving market needs 

	2
	Analyze potential enhancements
Our team of product managers evaluate enhancement ideas, relying on its broad industry expertise and in-depth understanding of client needs

	3
	Senior management review
After each potential enhancement has been analyzed, recommendations for final prioritization are made to senior management

	4
	Implement selected enhancements
We schedule the highest-priority enhancements for development and deployment



Our process gives individual clients the opportunity to provide input about the direction of future system and product development while making certain we continue to supply a consistent, reliable product experience for clients. 
Recent enhancements
J.P. Morgan has made numerous enhancements to our commercial card products and services.
	PaymentNet enhancements

	2021
	Cardholder account number available for cardholder’s immediate use

	2020
	Simplified loan experience
Expanded self service reporting templates
Improved platform stability
Account import data scrubber launched to minimize client frustration on data errors

	2019
	Improved enhanced reporting by adding the following capabilities: 
Accessibility to auditing data 
Field additions
Custom label options 
Added online training videos 
Rolled out multiple usability changes to enhance and make program administrator life simpler

	2018
	Enhanced Receipt Management including additional features for the management of receipt images that are attached to transactions
Additional self-service options in PaymentNet to create or reset the PIN
Redesigned online help
Improved account replacement workflow for program administrators

	2017
	Added program administrator dashboard for streamlined program management directly from home page
Redesigned card control options for temporary velocity limits
Added card control options for temporary MCC groups
Streamlined transaction authorization and decline messages
Created option for email synchronization across for accounts and employees



For future enhancements and initiatives, please see Appendix 4 for our Commercial Card Product Roadmap.
Additional offerings not required by the State
J.P. Morgan’s One Card solution consolidates travel and entertainment, procurement and other expenses into a single payment system.
Manage multiple types of spend using a single solution
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Figure 6

Use our One Card solution to benefit in several ways.
	Benefit in many ways with a One Card solution
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	Improve your efficiency
Increase spend that leads to increased rebate revenue
Reduce administrative and maintenance redundancies
Decrease reliance on petty cash and travel advances
Benefit from working capital gains through accelerated payments that maximize float
Lower inventory costs  
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	Save time
Centralized visibility into payments to increase leverage in supplier negotiations
Receive real-time access to data and reporting
Access consolidated and automated reporting
View receipt images at your fingertips
Benefit from a customized approval workflow
Increase program administrators’ productivity with program automation
Simplify integration into your Enterprise Resource Planning (ERP) system
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	Improve supplier relationships
Improve cash flow through faster payments 
Simplify accounts receivable (A/R) processes 
Experience savings on credit and collection costs 
Benefit from working capital gains through improved Days Sales Outstanding (DSO)
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	Increase control, flexibility and security
Receive real-time online program controls, including merchant category code (MCC) restrictions
Create account limits by transaction type (dollar limits, activity limits, cash advances, etc.)
Improve employee convenience with acceptance at more than 75 million locations
Access experienced professionals that help set up your program
Choose options for central or individual billing
Provide employees with traveler insurance and assistance
Benefit from liability waiver protection against fraud and employee misuse 






2.4.3 Card Format, Set Up, and Delivery

2.4.3.1 	Please provide examples of your card offerings that meet the formatting requirements laid out in Section 1.4.4.1 of the RFS.  Please include details on the capability to personalize both the embossing and printing of cards. How many lines, characters, graphics are available for both embossed and printed card elements?  How will different card types (e.g. procurement and travel cards) be differentiated by their Bank Identification Number (BIN)? What is the review and approval process for both the initial design set up and future changes?

	The standard card design for our Purchasing Card is dark blue and dark brown for our Corporate (travel)  Card. The left margin of the card is silver with the program type Purchasing or Corporate printed.
Plastic embossing
There are four lines available on the card for embossing. The first three lines are reserved for the account number, expiration date and cardholder name. The fourth line is for client use and offers up to 21 custom characters. This line can be used for an agency or department name, a tax ID number or a combination of both.
Differentiating program cards by Bank Identification Number (BIN)
When a new client is onboarded on to our commercial card platform, each product card type will its own BIN.  
Please see Appendix 5 for sample card designs.



2.4.3.2	In detail, please describe the process for the set-up of new cards and new cardholder accounts as laid out in Section 1.4.4.2 of the RFS. In detail, describe the process for the set-up of new central bill accounts. Provide details on the ability to set up central bills with a non-valid credit card number.  Include details on the ability for these central bill credit limits to renew with each new billing cycle. Describe the electronic process to request temporary or permanent, increases or decreases to credit limits. Please include details on the process at an individual cardholder level, entity level and State level.  Include screenshots where applicable.  Describe in detail how the Respondent’s solution meets the needs as outlined by the State.

	During implementation, we create, validate and load the State’s chart of accounts into PaymentNet. Your chart of accounts contain general ledger accounts, cost centers and any other required fields per your specifications.
The State’s program administrator and/or cardholders select the appropriate account code value from a drop-down menu for reconciliation (only validated numbers will appear). Program administrators and cardholders can also type a value directly into a text box (again, the system will validate the user has entered a valid value).
To simplify the process even more, the State can limit the number of codes available to each user and include descriptions with the codes. Within two business days of the transaction (to allow time for merchant posting, and batch data load processes), users can access the transaction and edit department or cost-center code assignments before downloading data into your general ledger.
We use alphanumeric character fields that allows you to incorporate accounting code structures that accommodates your existing accounting string.
Accounting code structure in PaymentNet
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Figure 7
Each chart of accounts structure can accommodate up to 1,500 characters.

The State credit facilities and controls
J.P. Morgan establishes an aggregate line of credit that governs your entire organization. This limit is based on anticipated annual spend and other factors of your program. The limit is set at a level high enough that you should not encounter unwarranted restrictions.
Electronic process to request limit changes
Cardholder spend limits can be adjusted as needed by your program administrator through PaymentNet. Our program coordinators can also change spend limit to the State’s accounts upon request from your program administrator. Spend limit change requests occur in real time and are effective immediately.
The State is able to adjust spend limit requests at the individual cardholder, entity and state level with your program administrator ultimately deciding who receives a card and all appropriate spend limits.
In addition, your program administrator can place temporary limit changes on individual accounts for a specified date range within PaymentNet.



2.4.3.3       In detail, please describe the process for renewing accounts. In detail,  describe the process for purging accounts and how the Respondent’s solution meets the needs as outlined in 1.4.4.4 of the RFS. 

	Each card is valid for three-years with the expiration date defined as three years from the issuance date. Replacement cards are also active for three years from the issuance date.
Renewal cards are automatically sent to the State’s program administrator or cardholders (depending on preference and bulk ship options) the month prior to expiration.
Purged accounts process
An account is considered inactive when it has had no transactions for 18 months, has no outstanding balance and is past its expiration date. An informational message showing the scheduled purge date will be displayed for 30 days before the account is deleted. Program administrators see this message on the Account Detail pages in PaymentNet if they view a purged account.
Purged status is used to indicate the account is scheduled to be deleted from PaymentNet. If an account is in a Purged status, users cannot submit a one-time payment or schedule a recurring payment for the account, and any pending or recurring payments that would be made after the purge date will be canceled.
An account in Purged status cannot be used as a template to create a new account or a new card application.
A Purge Date column is available on the Cardholder Profile report to indicate the purge date at the processor. Data related to a purged account will not be included in saved or scheduled reports or in the output from a mapper.



2.4.3.4       In detail, please describe the process for the cancellation of cards and cardholder accounts laid out in Section 1.4.4.5 of the RFS.

	Use PaymentNet to cancel a card in real time. The State’s program administrator can close accounts or mark as lost or stolen within the system. Our Program Coordinator team aids program administrators with this process, if needed.



2.4.3.5 In the event of a lost or stolen card, please describe the process for providing a replacement card to a cardholder laid out in Section 1.4.4.5 of the RFS.

	The State should notify us immediately if a card is lost, stolen, misused or if there is fraud. We will promptly cancel the account to prevent further program liability.
If a rush card replacement is requested, a card can be delivered within one to two days.



2.4.3.6 Please describe the process to request rush cards, new or replacement.  Include details on communication mechanisms, time frames, and tracking. Describe in detail how the Respondent’s solution meets the needs as outlined by the State in Section 1.4.4.3 of the RFS.

	Rush card requests can be completed via PaymentNet and can be sent overnight to cardholders or your program administrator
Requesting new and replacement cards
As an existing client of J.P. Morgan, the State can utilize our online card application tool, Account Request Manager which is a fully automated card  request, approval and issuance platform . This platform enables cardholders to request a card, route up to management for approval before final State’s approval by the Program Administrator to issue cards.
J.P. Morgan offers other options for initial and ongoing card issuance:
Spreadsheet application
Paper applications 
Spreadsheet applications
J.P. Morgan can provide the State a spreadsheet application to be submitted by your program administrator. Use this method to enroll all of your cardholders simultaneously. Simply encrypt the spreadsheet and email to us for processing.
The State can also use this option for ongoing issuance to enroll multiple cardholders after initial rollout. 
Paper applications
Paper applications can be submitted by your cardholders or program administrator via mail or email.
Timeline for standard card deliveries
Once an application has been submitted, the card is delivered within 5-8 business days via first-class mail, either to a central location or directly to the individual (as determined by your program administrator). For security purposes, cardholders contact J.P. Morgan’s voice response unit (VRU) to activate a card upon receipt.



2.4.3.7 Please describe your ability to offer emergency cards as outlined in Section 1.4.4.3 of the RFS. If you are able to provide emergency cards, include in your response prior experience with establishing this type of card.

	Yes, J.P. Morgan provides Emergency Cards and can offer to the State and participants of the consortium.  Many of our customers have implemented Emergency Cards in the following ways to support them in the event of an Emergency Declaration:
Employee Cards: Cards issued to all employees with a process defined to increase limits, and remove MCC restrictions
Department Cards: Cards issued to departments without a specific employee name noted, and no MCC restrictions.  Department cards can be multi-use or specific to emergencies
Emergency Cards: Cards assigned to specific and named employees on the cards.  Similar to department cards, but with a named employee.  2nd line of embossing will include Emergency Cards.
J.P. Morgan will work with the State and all participants on best practices and suggested policies and procedures based on your required setup for Emergency Cards and Declarations.  We can also engage customers for dialogue with the State.
Should the State require immediate access to a new card for Emergency purposes, we can put a rush on the physical card shipment, but also deliver the virtual card number, CVV and details within 24 hours with our Rapid Card capability.
Secondly, our virtual card mobile solution can provide immediate access to virtual cards should the State and employees not have access to their physical card due to an emergency.  We provide a mobile app and upon request, a virtual card number is available on the mobile app for Tap to Pay and in-app presentment to a merchant.  Customers utilizing virtual card for accounts payable spend can be enabled for virtual card mobile.
Virtual card mobile
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Figure 8



2.4.3.8 Please describe your proposed program’s ability to allow for the placing of controls on cards, including Dollar Limits and MCC restrictions laid out in Section 1.4.4.6 of the RFS.

	We will continue offering the State numerous card controls and key administrative features such as full hierarchy support, real-time adjustments of spend controls online and denial at the point of sale for transactions that do not meet your requirements.
The State’s program administrator can establish dollar, transaction, merchant category code (MCC) and cash advance limits at any level of your hierarchy: by individual, department or for the entire organization.
Control options by hierarchy level
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Figure 9
PaymentNet provides a variety of controls for all level of your organizational hierarchy.
Standard controls available for our commercial cards include:
Dollar limits: Dollar limit controls include cycle spend, transaction amount, daily spend amount, monthly spend, and spend limits by MCC
Transaction limits: Limits can be placed on the number of transactions allowed per day and per month
MCC restrictions: Limits can be applied to MCCs with a dollar amount, transaction value or the number of transactions allowed per day
Cash advance controls: You have the ability to control monthly cash advance amounts or totally restrict the ability to use the cash advance options
Guidance line: Suspends your ability to continue to use the card when the total balance reaches its limit
Merchant restrictions
The proven method of merchant blocking occurs at the merchant category code (MCC) level. Several profiles of MCC blocking can be configured so that different parts of your structure have their own set of MCC blocks.
Your program administrator can place boundaries by MCC group to determine how much a cardholder can spend at a group of merchants. This limit can be restricted by daily number of transactions, transaction amount and monthly spend.



2.4.3.9 The Respondent’s online platform must have a way of identifying potential split transactions to avoid the established single transaction limit set for a card. Please describe the technology in place to identify this, including details on the timing and communication method to alert the State or Participating Entity Administrator.

	With PaymentNet, the State manages reconciliation by assigning default accounting codes, then reallocating or splitting transactions. When reconciliation is complete, users can simply mark transactions as reviewed and submit them for approval based on rules you establish.
Splitting transactions
Users can split transactions up to 99 times among accounting codes. PaymentNet’s Transaction Allocation report tracks how each transaction is being split among cost centers. Your program administrator and managers can use the report to confirm that charges are being reassigned to the correct accounting codes. 
Monitoring split transactions
PaymentNet’s Compliance Monitoring feature can be enabled to monitor split transactions for cardholders that would flag instances at the same merchant on the same day.



2.4.3.10 Please describe your proposed program’s authorization process to provide the State with the ability to immediately override specific transactions that may be prohibited, including the option to assign MCCs in real time as laid out in Section 1.4.4.6 and 1.4.4.7 of the RFS.

	The program administrator can use PaymentNet for real time updates including MCC assignment and blocking as well as overriding specific prohibited transactions.



2.4.3.11 Please describe your proposed program’s authorization process to provide the State with the ability to request changes to a cardholder’s account per Section 1.4.4.6 of the RFS.

	The State’s Program Administrator has the ability to make changes to a cardholder’s account via PaymentNet in real time.



2.4.3.12 Data file layout shall be developed to meet the State’s requirement for file transfer or interface to the State’s PeopleSoft ERP system. The current transfer and interface process is outlined in Attachment L - State ERP Transfer and Interface. To the extent possible, Respondents shall conform to the current process using the VCF 4.0 standard file layout.  Additionally, confirm your ability to provide data in each of the following formats: VISA, US Bank and MasterCard.  Please note any deviations from industry standard file formats for each of the types listed. The Respondent shall include a date, in an agreed upon format, in every file.  Confirm your understanding of the process outlined in Attachment L- State ERP Transfer and Interface and ability to adhere to this.  Describe your process for providing the necessary daily P-Card and T-Card files prior to or at an agreed upon daily time.  Detail the process used to track successful transmission of the data.  In the event that a file is not transmitted, what system is in place to notify the State of the issue. What is the time frame for resolution? Clearly state if your process is via file transmission to the State server or an automated process by which the State can access files via your company’s server.  Please include details of all interface requirements for data retrieval and access. Detail any known limitations relative to this process.  Please offer any process enhancements to what is described in Attachment L and in Section 1.4.4.7 of the RFS

	As the State’s current provider, interface with PeopleSoft is already in place. 
J.P. Morgan has considerable experience and expertise in integrating data with our clients’ internal systems, including setup of Visa Commercial Format (VCF) file feeds for Visa programs. We also offer several other file options to fit clients’ data formatting needs, giving you additional benefits over a VCF/CDF (e.g., access to hierarchy data). the State’s implementation project manager will consult with you on the transmission method that best fits your organization’s needs. 



2.4.3.13 All transactions (both credits and debits) shall be posted to accounts within two working days from the date of receipt of the transaction authorization. Posted credits shall include a reference to the original charge. Posted credits will never expire on the accounts. Please confirm your ability to meet these requirements.  Please describe your ability to provide the details for each transaction as outlined by Section 1.4.4.7 of the RFS.

	PaymentNet receives and displays all levels of transaction data passed by merchants, including line-item detail.
Transactions are loaded into PaymentNet and available to users within two business days of merchant posting. Your program administrators, auditors, cardholders and managers can view authorizations and declines immediately.


Transaction details
[bookmark: _Hlk64557462]Transactions are automatically loaded into PaymentNet and available to users within 24 to 48 hours of merchant posting, based on when merchants submit their transactions.
The State’s cardholders will know that enhanced data is available from a merchant when a small icon appears on the left side of a transaction in the Transaction List page. Cardholders view this data by clicking the icon. Enhanced data is available for the following:
[image: ] Purchase detail
[image: ] Airline detail
[image: ] Car rental detail
[image: ] Fuel detail
[image: ] Lodging detail
[image: ] Shipping detail
[image: ] Temporary services detail
Identifying transactions with enhanced data
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Figure 10
PaymentNet’s user-friendly design makes it easy to identify transactions that contain enhanced data.




2.4.3.14 Please outline your company’s current process for researching and approving disputed and fraudulent transactions. Please include details on the communication tools and tracking mechanisms utilized to manage the requested reimbursement process with the State as outlined in RFS Section 1.4.4.8, any reports, and resolution time frames applicable. Confirm your understanding that in the instance of confirmed fraud, the account shall be immediately closed and a new card issued, at no cost, and shipped within 3 days of the account closing. The Respondent’s system must allow the State the ability to dispute transactions and track the dispute status electronically.  Please provide details on how you will provide the State’s preferred dispute process outlined in Section 1.4.4.8 of the RFS, including examples of the electronic tracking method offered.

	Our straightforward dispute initiation process makes it easy for the State to initiate disputes through us. Throughout the dispute resolution process, our Disputes team advocates on your behalf. Our dedicated personnel handle the reporting, tracking, and resolution of disputes worldwide.prompt resolution
We regularly exceed our goal to resolve 65 percent of disputes within 7 days and 88 percent within 30 days.


We recommend that you initiate all disputes via phone, as this lets our specialists discuss the issue with the cardholder so we can provide the most comprehensive support. Cardholders contact Customer Service by calling the number on the back of the card. Disputes can also be initiated online in PaymentNet or by email or mail.
Disputes must be made within 60 days of the transaction date, and specific terms vary according to each client’s contract. Dispute resolution typically occurs within 5 to 60 days of initiation, dependent on the nature of the dispute.
When you notify us of a disputed transaction, a temporary dispute credit is issued while the dispute is being researched. We credit your account when a dispute is resolved in the State’s favor. This credit is processed just like a transaction and will appear on your next statement. The payment is due if the dispute is resolved in the merchant’s favor.
Our streamlined dispute process
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Figure 11
J.P. Morgan makes it easy for the State to initiate disputes.
Initiating a dispute by phone
Cardholders who are uncertain how to submit a dispute should contact Customer Service by calling the number on the back of their card. The Customer Service specialist will walk the cardholder through the process to initiate a dispute. A dispute specialist will review the case and follow up with the cardholder.
Our specialists have access to additional tools and information to facilitate the process, such as mediating a conversation between the cardholder and the merchant for immediate resolution—which is often the best approach. This gives the specialist an opportunity to understand the concern more fully and better assist the cardholder. We recommend this process for more complicated disputes.
Online dispute initiation in PaymentNet
Users authorized by the State to initiate disputes in PaymentNet can do so using a prepopulated form. The user simply selects a dispute reason, follows the prompts to input additional information, and clicks “submit” to transmit the form to our disputes department.
PaymentNet enables employees to track disputes initiated through PaymentNet online. Color-coded indicators on the transaction page mark steps in the dispute process. After a dispute has been submitted, a yellow indicator appears next to the transaction. When it has been assigned to a dispute specialist and is actively being worked on, the indicator changes to red. After the dispute is resolved, the indicator turns green. Your program administrator can also run the Transaction Disputes by Hierarchy report to see the status of all open disputes.
Dispute initiation by email or mail
We offer a standard form that cardholders can send to us via email or mail in order to initiate a dispute. Cardholders can also initiate a dispute via email without using the form. The dispute will be initiated when we receive the form, and a disputes specialist may contact the cardholder via phone or email for additional information. We will provide the standard form to your program administrator.
Cardholders should include their name and account number along with the transaction details of the disputed charge and their reason for disputing the charge. Details of any efforts they have made to resolve the dispute with the merchant on their own should be noted. Cardholders should also provide additional documentation, such as receipts, during the dispute resolution process.
Fraudulent transactions
J.P. Morgan provides fraud protection coverage for:
Lost/stolen cards
Counterfeit cards
Skimmed cards
Unauthorized Internet transactions
Merchant disputes
The State contacts J.P. Morgan immediately when a card is suspected of being lost, stolen or otherwise compromised. Once notified, J.P. Morgan promptly cancels the account.
Subject to the terms and conditions outlined in our attached financial offering, the State will not be liable for fraudulent transactions made on that account. Merchants that do not follow transaction authorization procedures can be subject to chargebacks. If there are fraud losses, they are typically netted out of the program rebate opportunity.



2.4.3.15 Please confirm your understanding that all newly issued cards must be delivered to the State as inactive with detailed instructions on how to activate cards upon receipt. Please provide examples of activation instructions and other materials that accompany newly issued cards. Describe the extent to which the State can personalize and approve these materials. 

	Confirmed. To increase security and decrease fraud, all cards are delivered with a block that prevents usage. On receipt, cardholders activate their cards by calling our voice response unit (VRU). Cardholders are asked to provide two unique security identifiers during account setup, and one will be required for card activation. An identifier can be the CVV2 number on the back of the card, any four-digit numeric, and any four-digit alphanumeric code (e.g., the last four digits of the cardholder’s social security number, last four characters of the mother’s maiden name, or employee ID). The card can be used immediately after the cardholder activates their card.



2.4.4 Statements & Billing

2.4.4.1 	Please describe how your proposed program will meet the requirements laid out in Section 1.4.5.1 of the RFS with regards to the statements requested by State users. Please describe in detail your ability to provide statements that reflect only the new statement period charges and not outstanding balances. Monthly statements shall not include previous month balances. Describe your ability to match the statements to the VCF files.  If inaccuracies are found, what is your resolution process including time frames and communication methods? Advise how your proposed program will be able to offer both paper and electronic statements as requested.

	J.P. Morgan is unable to customize statements that don’t include the previous months balance.
Cardholders use PaymentNet’s online statement functionality to view their statements. They can also make direct debit payments for individually billed accounts. Statements are available for viewing within two business days after the billing cycle ends.EARN HIGHER REBATES
The State has the opportunity to earn higher rebates associated with faster payment by receiving billing statements earlier 


Cardholder access to the online statement and payment feature is granted by the State’s program administrators. Once authorized, Cardholders can use PaymentNet on an ongoing basis to make payments from their own checking or savings accounts. Payments can be made to any account that the user has payment privileges and are posted within 24 hours.
PaymentNet statements can also be customized with messages designed specifically for the State, such as names of preferred vendors.
Transaction file feed
In addition to daily access via PaymentNet, the State can also elect to receive online files for transaction data daily, weekly, monthly and custom time frames. Mapper files integrate PaymentNet data into your PeopleSoft system.
Resolution process for billing inaccuracies
As discussed in question 2.4.3.14, we recommend you initiate all disputes via phone with our specialists within 60 days of the transaction date. Resolution is usually within 5 to 60 days depending on the nature  of the dispute.
Billing statements and transaction file feed
Your billing statement and the file feed from our reporting platform are separate and distinct.
Consider the billing statement as the statement of record and use it to make the appropriate payment in full each cycle. The billing statement may differ from file feeds created, as a file feed is, or can be, developed based on specific client-initiated requirements to include or exclude types of transactions.
Disputed and fraudulent transactions can cause differences between the payment and the file feed. Such instances are rare, and we work with you as needed to secure proper resolution.
Paper and electronic statements
Cardholders can use PaymentNet’s online statement functionality to view their statements and as your current provider, the State is already receiving paper statements.



2.4.4.2	Please describe how your proposed program will meet the requirements laid out in Section 1.4.5.2 of the RFS with regards to options for billing accounts.

	We will continue offering a wide range of billing cycle closing dates, allowing the State to select the date that is most appropriate for your calendar. This date can vary for each subsidiary that has its own accounting system.
Billing runs on a 30-day cycle with payment due 14 days after the end of the cycle for Purchasing Card and 25 days after the end of the cycle for corporate (travel) cards. We have also approved 30/55 terms which includes a payment grace period that the State can take advantage of. We have several flexible payment options, with shorter payment cycles tied to reduced credit exposure and improved rebates.



2.4.4.3 	Please describe any technological offerings that will streamline the statement and payment process for all entities, both State and Other Entity Users, beyond what is laid out in Sections 1.4.5.1 and 1.4.5.2 of the RFS.

	Cardholders use PaymentNet’s online statement functionality to view their statements. They can also make direct debit payments for individually billed accounts. Statements are available for viewing within two business days after the billing cycle ends.
Cardholder access to the online statement and payment feature is granted by the State’s program administrators. Once authorized, Cardholders can use PaymentNet on an ongoing basis to make payments from their own checking or savings accounts. Payments can be made to any account that the user has payment privileges and are posted within 24 hours.EARN HIGHER REBATES
The State has the opportunity to earn higher rebates associated with faster payment by receiving billing statements earlier 


PaymentNet statements can also be customized with messages designed specifically for the State, such as names of preferred vendors.
Billing cycle reports
PaymentNet generates several standard reports that contain transactions made during a billing cycle:
Statement of Account: This report provides a listing of previous cycle transaction information as well as accounting code allocations, transaction notes, custom fields and transaction addendum detail when available.
Transaction Summary by Hierarchy: This report provides summary information on spend by hierarchy and cardholders within a defined cycle/period. It includes the total number of debits and credits, total dollar amount of debits and credits, and the aggregate total of all debit and credit transactions.
Reports can be scheduled to generate on a recurring basis or run on demand. Note that transaction reports are not official bank billing statements and cannot be used for remittance purposes.
In addition to daily access via PaymentNet, the State can also elect to receive online files for transaction data daily, weekly, monthly and custom time frames. Mapper files integrate PaymentNet data into your PeopleSoft system.



2.4.4.4 	Please describe your company’s ability to provide accurate invoice dates prior to submitting card transaction data files to the State for retrieval.  If a billing cycle ends on a non-business day, the invoice date shall reflect the next business day.  Please include details on the tracking and reporting mechanisms your company will utilize to ensure invoices are corrected in a timely manner and that the appropriate date is utilized for purposes of rebate calculations.

	Your billing statement and the file feed from our reporting platform are separate and distinct.
Consider the billing statement as the statement of record and use it to make the appropriate payment in full each cycle. The billing statement may differ from file feeds created, as a file feed is, or can be, developed based on specific client-initiated requirements to include or exclude types of transactions.
Disputed and fraudulent transactions can cause differences between the payment and the file feed. Such instances are rare, and we work with you as needed to secure proper resolution.
As previously stated, PaymentNet generates several standard reports that contain transactions made during a billing cycle:
Statement of Account: This report provides a listing of previous cycle transaction information as well as accounting code allocations, transaction notes, custom fields and transaction addendum detail when available.
Transaction Summary by Hierarchy: This report provides summary information on spend by hierarchy and cardholders within a defined cycle/period. It includes the total number of debits and credits, total dollar amount of debits and credits, and the aggregate total of all debit and credit transactions.



2.4.4.5 Please confirm your understanding of the merchant credit process laid out in      Section 1.4.4.7 of the RFS.
	Confirmed. J.P. Morgan acknowledges our understanding of the merchant credit process laid out in Section 1.4.4.7 of the RFS.



2.4.4.6 Please provide at least six months of example statements tailored to the State’s specifications

	Please see Appendix 6 for sample billing statements.  



2.4.5 Payments

2.4.5.1 	Please describe the options for payment available to the State. Describe in detail your payment application process including details on your ability to apply payments immediately utilizing the State remittance format outlined in Attachment M- State ACH CTX Diagram and Attachment N- ACH Payment File Notification. What mechanisms are in place to ensure that payments are made to specific charges and not to the oldest outstanding balances? 

	Billing and payment setup drive payment options rather than program type.
During implementation, test your preferred payment method for approval. Our Payment Processing department receives and posts all electronic payments. All electronic payments are tracked in PaymentNet or through the bank’s internal demand depository account (DDA) system.
We strive to post all payments to cardholder accounts on the day they are received. Payments made through PaymentNet are posted within 48 hours of receipt.
Please note that ACH payments must be formatted according to Commercial Card’s specifications to provide for timely and accurate processing.
Central billing/central payment
Programs that are set up to consolidate billing on one or more central bill accounts can take advantage of the following payment options:
ACH CCD: The Cash Concentration and Disbursement (CCD) payment type is used when initiating payments from a corporate or business deposit account. This option is for a single ACH payment made to a single account—typically a central bill account.
ACH CCD+: CCD+ signifies that a CCD has a single addendum record. This option is for a single ACH payment made to a single account, typically a central bill account.
ACH-CTX: A Corporate Trade Exchange (CTX) payment is typically used when a company makes payments to programs with multiple accounts. CTX is the ACH payment type and it contains an EDI 820 transaction set in the addenda records. It is commonly referred to as a CTX 820, or a Financial EDI payment. ACH CTX sends one lump sum payment to be allocated to one or more centrally billed accounts with funds and remittance detail provided together.
Online: Users with authority granted by their program administrator may use PaymentNet to make payments on their account. Schedule payments on a recurring basis or create as needed. You can also setup a payment instruction for an individually billed or central bill account. The payment generates an ACH transaction to withdraw funds from the designated DDA account.
Mail (check): This option is for a single check payment made to a single credit card account only. A valid 16-digit account number must be provided with the check payment for processing.
Individual billing/corporate payment
Individual bill/corporate pay programs require payment options that support a single payment with instructions to distribute the funds to multiple accounts. This applies to travel or purchase programs.
We offer the following payment options:
ACH-CTX: One lump sum payment can be allocated to multiple individually billed accounts. ACH-CTX is typically used when a company makes payments to their employees individually billed travel and entertainment corporate cards. However, this payment type can be used for any card program with one or more billing accounts.
Bulk payments transmission files: If the ACH CTX is not a payment option you can support, we offer standardized file formats, which contain the instructions for applying the payments. These files are transmitted to the bank and funds are sent separately via ACH CCD.
Mail (check): Checks can be used for consolidated or individual payments.
Individual billing/individual payment
For this option, billing occurs on the individual account level, where the transactions are originally processed. Individual pay programs require individual cardholders to remit payments on their Corporate Card accounts. This type of program configuration requires 30/25 settlement terms.
PaymentNet: Users with authority granted by their program administrator may use PaymentNet to make payments on their account. Payments can be scheduled on a recurring basis or can be created on an as-needed, one-time basis. The payment generates an ACH transaction to withdraw funds from the designated DDA account.
Online bill pay: We support payments through online bill pay services, giving the cardholder control over when their checking or savings account is debited.
Telephone payments: Cardholders call the telephone number on the back of their card to make a payment over the phone.
Mail (check): This option is for a single check payment made to a single credit card account only. A valid 16-digit account number must be provided with the check payment for processing.
As your current provider, we can confirm we have the ability to apply payments utilizing the State’s remittance format and that payments will be applied to the most recent balance.  



2.4.5.2	Please explain when payments will be due after an invoice is issued and any applicable exceptions. Please describe in detail how the Respondent will tailor invoices and ensure compliance with State standard payment terms of 35 days in arrears. 

	The State can continue to use the billing options provided in question 2.4.4.2.  As your current provider, all late fees have been waived.



2.4.5.3	Please describe your current grace period for late payment(s) and any applicable exceptions.

	Our standard terms for centrally billed programs are 30/14 or 30/25. The first number (30) is the number of days in the billing cycle and the second number (14) is the number of days after the end of the cycle before payment is due. The 14 days are generally referred to as the “grace period.” Please see our financial proposal for further details.



2.4.5.4 	Please describe your process for the application of credits to the correct associated account number.  What tracking and reporting mechanisms are available?  Please provide examples.  Please include details on the application of credits that equal or exceed the amount due. 

	For any new account added, J.P. Morgan will assist the State in creating a PaymentNet hierarchy that matches your existing organizational structure to allow for roll-up reporting. PaymentNet supports a vertical limit of 25 levels deep with no horizontal limit. 
When generating a report, you can narrow the data to be displayed using either criteria parameters or hierarchy parameters so that the data distributed can be specific to your audience (e.g., department managers).
Sample program hierarchy
[image: ]
Figure 12
Each division can have its own program hierarchy that matches its existing hierarchy. 

Creating different account structures
Within PaymentNet, the State can create a hierarchy that supports multiple divisions with different accounting structures. Each division can design and manage an accounting structure separate and independent from other areas of your organization.
Each division can also have an unlimited number of accounting code values, up to 100 chart of account structures, and a maximum of 30 segments within the chart of account within its own hierarchy, if needed. While PaymentNet allows each division to be maintained separately, consolidated reporting is still available for your entire organization.




2.4.5.5 Please confirm your understanding of the identification, reporting and authorization process as outlined in Section 1.4.6 of the RFS relative to delinquent account suspension.  Detail your companies process to track and report delinquent accounts.  Please include example reports and any current policy documents, including how the suspension criteria, delinquency report, and notices will be tailored to the State specific payment terms.

	Confirmed. J.P. Morgan understands the process outlined in identifying, reporting and authorization of delinquent accounts.
Delinquent account procedure
J.P. Morgan conducts collection activity from one cycle delinquent to seven cycles delinquent. Late fees associated with delinquency are based on your organization’s contract. Please see our financial proposal for further details.
If an individually billed account has a past-due balance, we send cardholders a past-due letter when they reach one cycle delinquent. A delinquency letter is sent after every billing cycle if the delinquency continues. If a cardholder reaches the third cycle of delinquency, the account will automatically be suspended.
For centrally billed accounts, we will notify your program administrator when payments are overdue. The account will only suspend if your billing account is delinquent.
When an account reaches five cycles past due, the card will be cancelled. At seven cycles past due, the account is charged off.
The following reports can be utilized to view past due and suspended accounts:
30 and 60 Day
Account Delinquencies
Account Suspension or Cancellation



2.4.5.6 Please provide examples of delinquency notices at varying intervals as well as your account suspension policy. 

	Please see Appendix 7 for sample Collection Letters.  For our account suspension policy, please see question 2.4.5.5.



2.4.6 Customer Service

2.4.6.1 Please describe the account management team structure including names, contact information, and resumes where possible, and services each individual or group will perform. Confirm your ability to provide to the State Contract Administrator a single point of contact with the authority to resolve account issues, billing and payment issues, contract management issues, and any issues escalated by Participating Entities as laid out in Section 1.4.7 of the RFS.

	The State receives our “one team” focus on account management and support, with hundreds of employees ready to assist.
Sales support
The J.P. Morgan Commercial Card Sales team is a diverse group of industry-based product sales representatives, each equipped with superior industry knowledge and proven expertise in client service. The Sales team resides in the Commercial Card organization and only supports its products.
Because the State is based in Government, we assigned Celia Campbell, who manages accounts for your industry, as your primary sales representative. she serves as a direct point of contact and provides full support during the State’s evaluation of our proposed services.
If your organization is interested in other banking products, your J.P. Morgan Treasury Services sales representative, Kristen Reece, can provide you with information regarding a wide range of J.P. Morgan banking solutions.
Ongoing support
The State’s program relationship manager Manisha Samina will continue to support your management team and program administrator by continuing to provide strategic advice, assistance with customization requests, and guidance on any program-wide questions that may arise.
Your program administrator receives further support from your designated program coordinator,  Nathan Ngoungou to address day-to-day operations and technical matters. Going forward, Nathan, will be providing support to all participants of the State’s Consortium and will continue to assist the you in all matters of operational optimization.
Additionally, the State’s cardholders can contact our Customer Service representatives 24/7 for inquiries specific to their individual accounts.
	Benefit from our proven model of specialized support

	Program relationship managers

	Oversees your account as your primary contact and strategically manages your program

	
	Deeply invested in the growth and optimization of your program to:
Establish key relationships with senior executives to manage the State’s satisfaction
Conduct periodic on-site program reviews and meetings 
Communicate and implement industry best practices
Integrate program growth opportunities to fully maximize payables efficiencies
Connect you with cross-functional teams across the bank, such as Treasury Services

	Designated program coordinator team

	Specialized experts provide day-to-day operational assistance to your program administrator

	
	Trained on all of our Commercial Card products, with extensive backgrounds in Customer Service, and authorized to make certain that your needs are met in a timely manner:

	
	Manage hierarchy changes
Create MCC groups
Perform mass cardholder updates
Monitor user and organization credit limits
Assist with account reconciliation tasks
Coordinate any ongoing software training
	Provide support for reporting and card management tools
Serve as liaison between the State and our internal operations groups to handle disputes and any technical issues
Serve as a backup for your program relationship manager

	
	Available 24/7 to assist your program administrator with questions about our software platform, troubleshooting and online help features

	Customer service team

	Provides 24/7/365 Customer Service assistance, to both program administrators and cardholders

	
	The State’s cardholders contact our Customer Service team 24/7/365 via a toll-free number for assistance with:
Account matters
Balance inquiries
Lost or stolen cards 
Other account-related needs
Investigate and resolve issues
Process replacement card requests
Adjust account control parameters
Reprint archived statement requests






2.4.6.2 Describe in detail the controls in place (or proposed) to ensure that your company is providing quality services.  Describe in detail how your company will become experts in the structure and needs of Indiana’s credit card program.  Explain the method of performance monitoring used and the format this information will be communicated to the State. Describe in detail any quality programs the respondent has implemented, how the benefits are measured, and the results of any programs.

	Our Quality Assurance team constantly monitors and benchmarks performance of our service specialists to help us optimize client and cardholder satisfaction. We have numerous internal quality measurement processes and analyses performed both internally and by outside parties to confirm that we are meeting our quality benchmarks.
We discuss our key performance indicators, their definitions, and our service benchmarks below and call metrics after that. 
	Delivering to your cardholders 

	Customer service availability

	Definition
	This benchmark is defined as 24/7/365 Customer Service availability. Cardholder Customer Service will be available 24/7 via a toll-free phone number that is supported by trained specialists.

	Monitoring
	Staffing is monitored in multiple systems to provide for checks and balances. Planning software is used to makes sure staff are scheduled in advance and we have appropriate coverage over each interval. The I-MAP Interactive Management and WFO – Work Optimization software applications are used to monitor real-time queue staffing and performance.

	Average speed of answer 

	Definition
	This benchmark is defined as the time between placement of a call and when that call is answered by a specialist. The cardholder Customer Service center’s goal is to answer 80 percent of phone calls with an average speed of 20 seconds or less.

	Monitoring
	Our call monitoring system tracks this benchmark. Our system reporting tracks based on interval, day, and month to date average speed of answer.

	Percentage of calls abandoned

	Definition
	This benchmark is defined as the percentage of calls abandoned after 20 seconds. The goal for this benchmark is three percent or less, meaning that less than three calls in a hundred are abandoned after 20 seconds.

	Monitoring
	Our quality assurance call monitoring system tracks our performance against this benchmark.



Adjusting to meet client needs
Having two separate service sites provides redundancy as call volume automatically reroutes to our backup site. We make operational changes at the backup site to continue meeting service expectations. 
Additionally, resiliency plans are in place if one site goes down. We test resiliency programs regularly.
Metrics
	Call metrics

	Metric
	April 2021
	May 2021
	June 2021

	Number of calls received
	58,480
	54,722
	61,412

	Number of calls handled
	56,580
	52,285
	57,791

	Percent of calls abandoned
	2.5%
	3.7%
	5.6%

	Average handle time
	255 seconds
	256 seconds
	255 seconds

	Average speed of answer
	19 seconds
	40 seconds
	57 seconds



Client surveys
We regularly survey interactions with our clients to improve service. Real-time surveys are performed daily after a select number of calls to give us immediate feedback. Expanded monthly surveys are conducted to provide us with more detailed information pertinent to the individual interactions. 
Feedback is an integral part of our business operation. We continually use this knowledge gained to advance our business. Improvements based on survey results range from individual coaching opportunities to department-wide process improvements.
Call recording
Our calls are recorded for quality and training purposes. We leverage a state-of-the-art tracking system to capture a recording of each call. Our recording system recognizes specific key-word triggers during a call which are reviewed by specialists from our Quality team in identifying and documenting any training, procedure, or communication opportunities. Recordings are permanently erased after 60 days to provide for protection of sensitive information.
Reporting
We can track and identify contact reasons at the cardholder and client level to facilitate analysis and continuous improvement. Client-specific data allows us to tailor our approach to individual needs.



2.4.6.3 Please provide, in detail, your company’s current issue resolution and escalation plan.  Please include details on the approval process to change, update or modify the resolution and escalation processes.  Please include an example of the tracking system utilized and the reporting generated and how outstanding action items are tracked and how progress communicated Provide details how your company will be proactive at tracking and solving reoccurring issues.

	Our established escalation process includes designated points of escalation for the State’s cardholders, program administrators and contract administrators.
Our support specialists are empowered to make key decisions and act on behalf of the bank to promptly assist the State with any issues that may arise. With our “one call” service philosophy we aim to resolve matters quickly and satisfactorily, without requiring a second call.
Research and escalation processes in place so that your employees receive timely, dependable support when immediate issue resolution is not feasible.
Timely and dependable support for all areas
Cardholder support
If a Customer Service specialist is unable to provide an immediate solution, the specialist places the cardholder on hold and contact the proper resource (such as a team lead or subject matter expert) for assistance. The specialist then provides the necessary details to resolve the inquiry.
Cardholder inquiry resolution and escalation
[image: ]
Figure 13
Service specialists can resolve inquiries on their own and have the ability to escalate if necessary.

Program administrator support
Our program coordinators are your program administrators’ main contact for regular operational support. They often provide complete assistance in a single call. Program coordinators have access to subject matter experts throughout the bank who they can call for further information and support.
If an immediate solution is not available, the program coordinator communicates a time commitment to the program administrator and performs research. Program coordinators escalate matters to supervisors and managers when necessary.
Escalation brings resolution
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Figure 14
J.P. Morgan’s program coordinators can research program-wide matters and escalate as needed.



2.4.6.4 Please provide details of your company’s stranded traveler policy per Section 1.4.7 of the RFS.  Please include methods of contact, availability, approval hierarchy.

	J.P. Morgan maintains services and resources to support your cardholders in emergency situations.
We offer a combination of immediate support and emergency insurance coverage to assist in the safe return of your colleagues. Cardholders are eligible to receive reimbursement up to $10,000 for covered expenses if injury or illness results in a necessary emergency evacuation while on a trip paid for with a J.P. Morgan card. Coverage is limited to 60 days and must be in excess of 100 miles from place of residence. In the event of death, the policy pays up to $1,000 for repatriation of remains. Covered expenses include embalming, cremation, coffin and transportation.
We also provide emergency transportation coverage. Additional services include cash advances, increased spend limits, card replacement, forced authorization, and open MCCs—each will be made available to the State in case of war, illness outbreak, or other emergency scenarios.



2.4.6.5 Please provide a detailed description of your company’s customer support team, staffing, hours of operation, offerings, and procedures. Please provide details on any customer support services your company offers that are not currently contemplated in the scope of Section 1.4.7 of the RFS.

	The State’s cardholders receive support 24/7/365 by our Customer Service specialists in Elgin, IL, and Manila, Philippines.
By simply calling the toll-free number on the back of their cards, cardholders are identified by their card number and then routed to the proper service specialist. If in an area where toll-free calling is not offered, a collect number is also listed on the back of every card to provide for prompt, efficient service. 
Our Customer Service specialists are solely dedicated to Commercial Card support and do not handle any other bank products.
Services tailored to cardholder needs
[image: ]
Figure 15
Our specialized service structure enables cardholders to access the support they require 24 hours a day.
Knowledgeable and experienced support
We offer support from 100 specialists in two locations. Each Customer Service specialist is trained and knowledgeable about the specific programs they support. All Customer Service specialists receive targeted training that helps them become experts in their roles.
	Services and information our specialists offer to your cardholders

	Lost/stolen card reporting
Answers to statement questions
Card activation
General account information
Balance/credit information
Billing disputes
Fraud reporting 
	Payment information
Cardholder transaction information
Specific charge details (including declines)
Account closures/card cancellations
Replacement card requests
Emergency assistance
Online password assistance 



Our average response time is less than 20 seconds. If inquiries cannot be resolved immediately, a time commitment will be communicated to the cardholder within 48 hours.
Additional services provided through our call center include an easy-to-use voice response unit (VRU) for commonly asked questions and an interpretation service to assist non-English-speaking cardholders in over 100 languages (e.g., Spanish, German, Italian and French).
Annual business review meetings
Your program relationship manager, Manisha Samani will participate in annual business review meetings to provide updates on your program.



2.4.6.6 Please provide details on your company’s practices relative to ongoing client business reviews.  Please include details on meeting structure, content, and participants.  Please include examples of presentations and documents provided.

	Continue receiving a consultative approach to client management as we continue establishing an ongoing calendar of activities that includes regular program review meetings with key personnel. 
As mentioned in question 2.4.6.5, the State’s program relationship manager Manisha Samani will continue to perform regular account reviews with you to provide a comprehensive update on your program. 
As part of the account review, Manisha helps track and report program performance and compares your practices with industry standards and best practices. We focus on a shared goal—how to continue optimizing your program and reach long-term success.

	Agenda for typical account reviews 


	Introductions
	J.P. Morgan and key client stakeholders 

	Executive summary
	Where have we been? Where are we today?

	Opportunities
	Where are we going tomorrow?

	Product solutions
	How can we help? 

	Action plans 
	How will we get there?



	Your program relationship manager sets these objectives for reviews

	Reviews accomplishments from the last review and over the life of the program
Compares progress on accomplishments to goals set during implementation
Benchmarks results against other similar client programs we manage
Presents industry trends (e.g., fraud)
Introduces solutions to optimize overall program effectiveness 
Reviews how you use of our resources and tools (e.g., training and technology)
Compares current payment options, spend limits and service to industry best practices 
Provides an estimated rebate calculation or projection to date 
Establishes goals and objectives for the next review period
Presents the bank’s product roadmap and future value delivery







2.4.7 Training

2.4.7.1 Please describe the trainings your company currently offers for other clients, both at the beginning of a contract and throughout that contract’s lifetime. Please provide examples. 

	To  meet the State’s training needs, J.P. Morgan will continue offering ongoing supplementary webinars and training videos, plus a variety of educational materials to support all program users.
	You receive training tailored to your needs

	Tailored client training

	Initial program administrator training
	Onsite
· Tailored during implementation and delivered after the program is live
· Focused on platform features, best practices and system usage

	Supplemental program administrator training
	Webinar
· Designed to meet clients’ specific needs after initial training
· Scheduled in coordination with an account representative
· Meets gaps resulting from client turnover, client expansion and growth, and client process changes

	Recurring monthly training

	PaymentNet program administrator training
	Webinar
· Available to all newly added PaymentNet administrators for existing clients as an introductory session to the PaymentNet platform
· Designed to cover basic functionality
· Offered the second Wednesday of every month at 1:00 p.m. ET
· A targeted invitation is sent from Commercial Card Client Training that includes a webinar link and a dial-in number

	PaymentNet topical training
	Webinar
· Available to all PaymentNet administrators and is designed to cover a range of Commercial Card topics
· Offered the third Tuesday of each month
· Training is announced through the PaymentNet banner message to users with program administrator roles

	Release training

	PaymentNet release training
	Webinar
· Available to all PaymentNet administrators
· Offered approximately 30 days prior to release
· Training is announced through the PaymentNet banner message to users with program administrator roles

	Training videos

	PaymentNet training videos
	Webinar
· Available to all PaymentNet users via the Help > Resources page
· Designed to help users learn how to do basic tasks in PaymentNet, such as cardholder self-service and reporting
· Videos will provide quick tutorials that users can view at their convenience to become familiar with common tasks


Our Training team provides the State with instruction during all stages of your program.
Virtually an unlimited number of your participants can take advantage of the training courses we deliver via customized webinars. This approach makes it easy to accommodate your scheduling preferences without requiring attendees to travel, obtain special equipment or arrange for large meeting spaces.



2.4.7.2 Please describe the State’s ability to request and customize trainings for its user’s needs per Section 1.4.8 of the RFS. Please provide examples.

	As part of our training approach, J.P. Morgan’s trainers work closely with clients to assess their needs, tailor training session content to specific audiences and topics, and coordinate schedules to train the appropriate users at the appropriate times. Examples of how we have accomplished these objectives with our clients include:
Obtaining details of internal client messaging and positioning (e.g., incorporating the terms and role names a client uses when describing processes)
Utilizing live client data rather than a pre-established slideshow or standard demo site
Conducting ad hoc webinars for clients without budgets for travel to a central location
Offering best practice sessions for employees who are already familiar with program basics
Supplying topical training opportunities to address special needs that arise



2.4.7.3 Please provide examples of Card Program Implementation and Management manuals that have been created to meet the needs of customers of similar scope and complexity to the State.  Please provide details of timing, delivery, and format.

	As you current provider, we post a variety of ongoing educational materials in PaymentNet to help make sure that all program participants have quick, easy access to information about the tools they are using and the tasks they must complete. Available resources include the following:
Training videos: Receive training videos which are quick tutorials that users can view at their convenience to become familiar with common tasks
PaymentNet user guide: Let the guide walk users through PaymentNet functions step-by-step with comprehensive details about the reports available online
Quick reference cards: Refer to these card for frequently used PaymentNet processes in a user-friendly format, with versions for program administrators and cardholders
Help files: Get answers to common questions and technical features via context-sensitive help files that can be viewed at any time and from any page in PaymentNet
Import file templates: Leverage several Excel templates to assist you in importing data such as your chart of accounts or hierarchy changes
Product release notes: Keep informed of updates or enhancements to our products through detailed release notes
Our wide range of reference materials can significantly reduce your program administrator’s workload by providing immediate answers to questions posed by infrequent PaymentNet users and serving as a starting point for self-directed “refresher” training for any user or group.



2.4.7.4 Please provide an example or excerpt of a training manual for a new cardholder as laid out in Section 1.4.8 of the RFS; additionally, detail the basic topics covered in the new cardholder training manual.

	As your current provider, the State has access to all training manuals provided in our PaymentNet system.



2.4.7.5 Please provide an example or excerpt of a training manual provided ahead of/after a program change for a current cardholder. Detail the basic topics included in current cardholder manuals. 

	As your current provider, the State has access to all training manuals provided in our PaymentNet system.



2.4.7.6 Please confirm your ability to provide trainings, at no cost to the State, for the purpose of acquainting interested Participating Entities with the Card Program, including benefits, use of management information reports, and other optional program features.

	J.P. Morgan can confirm that there is no cost to the State for training, use of management information reports and other optional program features.  




2.4.8 Reporting Requirements

2.4.8.1 Please describe your company’s online reporting solution including details regarding accessibility to State users and the features and functionalities available to the State. This online platform shall be an aggregation of all State, or applicable Participating Entity, activity and provide a single point of access to records across all applicable users.  

	The State can continue to access a suite of standard reports to help you easily monitor and manage expenditures throughout your organization. Our PaymentNet reports are based on best practices and actual client usage to make them effective, practical and convenient.
Run reports on demand or schedule to run automatically. Users can elect to receive an email alert when a scheduled report is available. And output is flexible—download the report in PDF, Excel or comma-separated values (CSV) format.your need = our solutions
YOUR NEED:
Evaluate card usage, audit for adherence to business rules and negotiate with vendors 
OUR SOLUTION:
Our suite of reports is instantly accessible, with parameters you can tailor to your unique goals, requirements, users and management 


Provide program administrators the tools to manage employees and accounts, review and approve transactions, assess policy compliance and analyze spend composition.
Provide cardholders the means to run reports at the end of each billing cycle, review transactions and print data for expense reports.

The State benefits from our user-friendly reporting tool
Whether it’s negotiating discounts, monitoring declines, managing credit limits, or more deeply analyzing spend, PaymentNet reports are designed to meet a variety of needs.
	Access PaymentNet reports designed to meet your needs 

	Need 
	Benefit
	Reports 

	Vendor negotiation
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	Gather the information you need to negotiate with merchants:
For discounted rates
For better terms (e.g., air travel spend with a specific airline)

	Helpful standard reports include: 
Merchant Profile (available in Excel)
Merchant Ranking and Transaction Detail by Parent 

	Monitor declines
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	Identify transactions declined at the point of sale:
To help you tailor program policies
To help you identify possible misuse of cards
	Helpful standard reports include: 
Declines report
Unusual Activity Analysis reports
We look forward to in depth conversations to suggest other reports to assist you in this area

	Access credit limits
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	Compare cardholder credit limits to card usage:
To more accurately assess your employees commercial card needs 

	Helpful standard reports include: 
Accounts with Low Available Credit report 
Cardholder Profile

	Perform deeper analysis
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	Use popular transaction detail reports include addendum data (e.g., airline details):
To help your organization break down spend
To analyze your program spend
. 
	Helpful standard reports include:
The Transaction Detail report
Transactions Pending Review/Approval report
Central Bill Reconciliation report
These are just a few of the many reports that can facilitate deeper spend analysis.



Additionally, configure reports to meet your specific requirements. For example, a user can narrow the type of data, date range and hierarchy level of a standard report to show only the information you need for a particular analysis. The user can then save this instance of the report for future use. The system also stores completed reports for up to 35 days for employees who cannot access them right away.




2.4.8.2 Please confirm your ability to provide same day and ad-hoc reporting.  Provide your ability to provide custom reports and the time frame required to create and provide custom reports. Provide examples that align with the requested reports in RFS Section 1.4.9. All reporting features and functionalities are to be provided at no cost to the State. Please provide a complete list and description of all standard reports available. 

	Yes, J.P. Morgan will continue to provide same day ad-hoc reporting at no cost to the State. PaymentNet allows users to customize the contents and layout of reports and manage the reports they have created. 
PaymentNet allows program administrators to:
Define new reports from templates provided by J.P. Morgan, change the contents and layout of a report, and specify the output format (PDF, MS Excel or CSV) 
Customize reports by adding data elements from all reporting categories
Include reference data fields for Receipt Imaging, if enabled
Sort and group report data and include calculations for subtotals, grand totals, and counts
Share customized reports with users across your organization based on their assigned roles, such as customizing and sharing a report only with cardholders 
Schedule reports to run on a regular basis or on behalf of other users 
Find reports using search capabilities and filter options on a redesigned Report List page 
Enable the Quick Run option to allow users to run any report from the Report List page with a single click 
Although only program administrators can build new reports, all users can work with available reports using the Reporting module interface.
PaymentNet reporting also provides powerful keyword search and filter capabilities. Cardholders can create and personalize new versions of their reports, adding filters and sorting the data as needed, and then produce the report in the format of their choice. They can run reports on demand (using the Quick Run button, if enabled) or schedule reports to run on a specific date or a recurring schedule. 
Report customization in PaymentNet
[image: ]
Figure 16
Users can select report parameters and save the resulting customized report for future use.
Reports offered by J.P. Morgan
To assist with various program management needs, PaymentNet reports are categorized data types:
	Data-type report
	Program management needs

	Account 
	Allows program administrators to manage cardholders and their accounts (e.g., assign cardholders to hierarchy positions, request cards, run delinquency reports, or view an account’s status, credit limit and balance)

	Administration
	Assists program administrators in the day-to-day management of your program (e.g., run reports on user details or spend policy compliance)

	Cardholders
	Allows program administrators to manage employees or accounts (e.g., verify that transactions have been reviewed or track a cardholder’s profile details, account status information and account limits)

	Merchants
	Provides program administrators merchant reports to look for spend patterns that can support organization-wide decision making and vendor negotiations (e.g., view 1099/socio-economic reports or spend at preferred merchants)

	Transactions
	Allows program administrators to monitor program spend (e.g., view summary, analytical and detailed information), as well as assist with commodity spend penetration, cost control monitoring, expense allocation, expense reporting, purchasing control compliance, line-item purchase analysis (using level III data) and unsettled authorizations. In addition, authorized cardholders can run these reports to view transaction details for reconciliation purposes

	Payables
	Provides program administrators purchase order reports to manage virtual card transactions (e.g., review audit and transaction management data)



Please see Appendix 8 for a list of our PaymentNet Reports.




2.4.9 Online Platform System Requirements

2.4.9.1 Describe the Respondent’s web-based online platform as described in Section 1.4.10 of the RFS. Indicate the process for submitting an application online and any other features or data the cardholder is able to access (e.g., previous monthly account statements, real time transaction data, etc.). Indicate whether cardholders can use this tool for adjusting data, like changes in bank accounts, address, communication data, personal data, or to close accounts.  Further, describe the Respondent’s solutions for reconciliation, standard and ad hoc reporting, and data extraction (to import into the Participating Entity’s ERP system).

	We will continue to offer the State at no charge, PaymentNet, our fully hosted online solution that requires no client-side software and is accessible from virtually any secure Internet browser. Program administrators can request a new individual account online via PaymentNet. Once completed, the application is routed to a designated manager and/or program administrator for approval.
Streamline program management 
Automate administration of your card program, simplify cardholder tasks and streamline account reconciliation with PaymentNet. 
	Be more efficient with the right tool 
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	No software to install or maintain 
PaymentNet’s web-based solution means nothing to install 
Our fully-hosted system means we take ownership of hardware platform needs, not you 
Access PaymentNet on the go with our mobile website—great for cardholders, too 
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	Handle everyday tasks more quickly and efficiently 
Access key information, address core tasks and make payments directly from the home page
Make real-time profile changes, adjustments of account controls 
Reduce the need for repetitive manual effort with mass updates 
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	Monitor, analyze and report on your program spend—your way
Design custom reports to fit your needs--or choose from standard report options 
Save time and schedule reporting to run automatically 
Create and save report queries in a way that meets your needs
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	Create hierarchy structures that meet your business needs
Save time and establish defaults to simplify reporting and transaction approval
Built-in hierarchy support gives authorized personnel access to a wide range of administrative options
Hierarchy structures allow cardholders to benefit from convenient, self-service features
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	Set controls with real-time adjustments to promote adherence to expense policy
Enforce spend policies before a transaction is even initiated
Limit unauthorized usage while still giving employees exceptional flexibility
PaymentNet puts you in control, from the cardholder to the program administrator to the auditor, 
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	Gain greater transparency and insights into your program spend
Minimize manual tasks while increasing administrative speed and accuracy 
Provide transparency and accountability to management with a full range of audit trails 
Get the information you need to enable you to break down and analyze your program spend

	
[image: E:\Brochures\Graphics\PMAPS Graphics\1. PMAPS Graphic Files\Commercial Card\Icons for Tables\OneStepPaperless_1.png]
	Use a one-step, paperless process to capture the entire card application 
Manage every step online—from card application to approval to card request within PaymentNet
Give program administrators full traceability and cardholders online status of their application 
Save more time by establishing user access roles for each account during card issuance 
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	Upload data to your general ledger to streamline the posting process
Populate your general ledger as often as needed, automatically with the latest transaction data
Specify different record types, order and sorting based on your system requirements 
Eliminate time-consuming manual input of data into existing general ledgers



To help you get the most out of PaymentNet, we will continue providing comprehensive training for your program administrator, as well as a variety of training options and materials for cardholders and other users.
Your valuable data is protected through industry-proven Transport Layer Security (TLS) encryption technology. All sensitive data is masked, the login process is password protected and security access levels can be configured to help make sure that only authorized the State personnel have access to critical information.
Cardholder utilization of PaymentNet
At any time, cardholders can log in to PaymentNet to view their own user profiles. Viewable information includes email notifications, change password, change security questions, change email address, customize list page views (e.g., transaction list page), and add bank account information (for individual bill programs).
PaymentNet account profile
At any time, cardholders can log in to PaymentNet to view their own card account profiles. Viewable information includes cardholder name, location, limits, real-time balance and account profile data.
Cardholder profile page
[image: ]
Figure 17
Cardholders can log into PaymentNet at any time to view their account information.
Solutions for reconciliation with PaymentNet
With PaymentNet, the State manages reconciliation by assigning default accounting codes, then reallocating or splitting transactions. When reconciliation is complete, users can simply mark transactions as reviewed and submit them for approval based on rules you establish.
Assigning default accounting codes
PaymentNet’s custom accounting code system can imitate your existing system, allowing the State to define your accounting code segments. The segments can also accommodate multiple codes within each segment. 
Once your codes are set up in the system, PaymentNet will automatically attach default accounting codes to each transaction based on transaction defaulting rules for employee, hierarchy, merchant, MCC, account or customer code. Each accounting code has a flexible number of alphanumeric characters, giving you the flexibility needed to accurately and easily allocate transactions.
Default accounting codes
[image: ]
Figure 18
Default accounting codes are automatically attached to transactions in PaymentNet.

Reallocating transactions
Within two business days of merchant posting, PaymentNet users access transactions, edit chart of account segments and custom transaction field(s) attributes before downloading data into the State’s general ledger.
As users review the information, each transaction is shown with pre-populated accounting codes. Users manually allocate accounting codes by free-form input or select the appropriate code from a drop-down menu. The accounting codes displayed within the menus are appropriate for each user based on the user’s role in your hierarchy.
the State’s managers, auditing teams and program administrators benefit from being able to effectively monitoring which transactions have been edited, viewed and approved.
Ad-hoc reporting in PaymentNet
As previously mentioned, PaymentNet allows program administrators to define and customize reports
Although only program administrators can build new reports, all users can work with available reports using the Reporting module interface.
Importing to Peoplesoft
We have extensive experience in mapping commercial card data. Our flexible technical integration capabilities will allow the State to import your transaction information into your PeopleSoft system daily, weekly, monthly or by billing cycle. 
We offer three file options to fit the needs for data formatting: a standard transaction file, a flex mapper utility and an internal development tool called the Data Extract Utility (DEU). The standard transaction file and flex mapper allow clients to run files without additional assistance from J.P. Morgan, while our DEU is available for clients with more extensive or complex requirements.



2.4.9.2 Please provide examples of your online application, including all required information fields. 

	Please see Appendix 9 for a sample Commercial Card application.



2.4.9.3 Indicate the ability of the online platform to integrate into the Participating Entities’ ERP systems. The State utilizes PeopleSoft Financials v9.2 as its ERP solution.  Describe the ERP systems the Respondent has integrated with. Include an example of integrating a platform into Accounts Payable systems.

	As your current provider, the integration with PeopleSoft Financials v9.2 is already in place. We work with a variety of ERP systems and can set up a new integration with other software should you ever need that. 



2.4.9.4 The online platform must run under commonly used web browsers.  At a minimum the software must support Internet Explorer v11 or higher, Edge, Chrome v71 or higher, Firefox v62 or higher, and Safari v12 or higher for iOS operating systems.  Please provide details of performance of the online platform for each of the minimum listed web browsers.

	Confirmed. As your current provider, you are already using our PaymentNet platform. For response purposes we have included the requirements below for optimal usage.
	Hardware/Software
	Requirement

	Processor 
	Pentium or Celeron 500 MHz processor (minimum)

	Operating System
	Windows 7

	Supported Browsers
	PaymentNet is supported for use with:
Microsoft Internet Explorer® 11 on Windows 7
Microsoft Internet Explorer® 10 on Windows 7
Mozilla Firefox® 52 or higher on Windows 7
Google Chrome™ 71 or higher
J.P. Morgan encourages users to use a supported browser for a better experience.

	Browser Requirements
	Configure your Internet browser to accommodate the following:
Enable JavaScript
Allow cookies
Turn off pop-up blocking in your browser and within other security software on your computer
Verify your selected browser supports AES 128-bit encryption security
Keep your “Trusted Root Authorities” up-to-date. Microsoft Internet Explorer (MSIE) users can obtain more information here: https://docs.microsoft.com/en-us/skype-sdk/sdn/articles/installing-the-trusted-root-certificate
Support EV TLS (Extended Validation TLS) certificates
Adjust cache settings (temporary Internet files) to automatically check for updated versions of stored pages. For MSIE instructions, see: http://www.microsoft.com/windows/ie/ie6/using/howto/customizing/clearcache.mspx#EAF

	Additional Software
	Adobe Acrobat Reader 4.0 or higher
Any file decompression software (for example, WinZip)
Microsoft Excel 2003 or later is required to view and download reports, imports, and mappers

	Memory
	512 Mb RAM (minimum), 1 GB RAM (recommended)

	Storage Capacity
	300 Mb available free space after installation of operating system and browser (minimum), 500 Mb (recommended)






2.4.9.5 Please confirm your understanding and capability to offer all items listed in RFS Section 1.4.10.2. Detail any additional services or products that may be offered to the State that were not covered in RFS Section 1.4.10.2.  Please include specific details on the ability to make temporary and permanent changes in real time. 

	J.P. Morgan confirms we have the understanding and capability to provide all items listed in RFS Section 1.4.10.2 for the State.
Virtual card
We continue to offer a single-use, electronic, credit card-based payment method to help the State more efficiently manage payments, reduce costs and transform traditional areas of expense into potential revenue generators. 
Keep the flexibility, float and rebate of a purchasing card coupled with powerful payment controls, anti-fraud and reconciliation features of virtual cards. 
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Virtual cards equal to the approved payment amount. There is just one account per payment to help make sure the merchant only has access to approved funds for a specific payment.
Virtual card reconciliation is based on matching four key elements of purchase payments to transactions: account number, validity dates, dollar value and merchant category code (MCC). When these items match, reconciliation occurs automatically, and you gain further efficiencies by integrating into your financial system.
Earn more rebate
[bookmark: _Hlk54614334]Benefit from qualifying for rebates on more of your accounts payable spend.INCREASE SPEND = 
INCREASED REBATE 
+65% average increase in virtual card spend after converting virtual card program* from another provider
*Actual results from converting clients January 2017 to March 2019 


Improve days payable outstanding by paying participating suppliers 15 to 20 days early without impacting cash flow.
Settle with J.P. Morgan after billing and grace period.
Build stronger supplier relationships
Achieve increased spend and rebate with our comprehensive approach to supplier enrollment.

We provide access to enhanced features that improve the supplier experience, including an online supplier portal with remittance and historical data, and straight-through processing capabilities. improve the supplier experience
Maximize growth through vendor analysis, consultative support and enablement services as our supplier retention team mitigates attrition


100+ resources in supplier experience recruit suppliers on your behalf and help with their implementation.


How our virtual card solution benefits your suppliers
[image: ]
Figure 19
“Source: Acceptance Matters, And Now We Know by How Much, Report by Mastercard and Kaiser Associates, 2016”

Streamlined supplier processes mean reduced administration costs with no checks for them to handle or deposit—and that means no check processing costs, courier fees, or costs associated with accounts receivable collections.
Increase security and control
Virtual cards have the lowest fraud rate of any commercial card product, and our virtual card fraud rate in 2020 was 0.002%. 
Creating a one-to-one relationship of account numbers to payments means more control. The account credit limit equals the exact payment amount—to the penny. And, account remains active for a defined time period (e.g., 5 or 50 days) that you determine.
Virtually eliminate employee and merchant misuse of funds with virtual cards. And, you control authorization by allowing specific merchant category codes.
Virtual cards puts the State in direct control of the payables process with enhanced security features and adaptable controls that mitigate the risks of fraud and misuse.ViRTUAL CARD Inherent Controls
One-to-one relationship of account numbers to payments
Account credit limit can equal payment amount
Each account only active for specified time period (e.g., 5 days)
Account authorized for specific merchant category codes
No cards distributed to employees (A/P controlled)


Save with automation
Virtual cards help you increase operational efficiency as they automatically match each supplier transaction to purchase detail (e.g., order, invoice, receipt).
Regularly schedule reconciliation file-loads directly into your accounts payable system—streamline this task as detailed remittance data easily matches payments to claims.
And, handling exceptions is a simple process. Minimize time spent dealing with supplier reconciliation issues.
Virtual Card Pay (mobile)
Issue virtual credit cards to approved users, whether they’re employees or non-employees e.g., (contractors, volunteers, interview candidates, etc.).
Virtual Card Pay eliminates the need to issue individual corporate credit cards by allowing virtual cardholders to securely make controlled business-related purchases.
Use Virtual Card Pay as a more efficient alternative to manual and process-intensive reimbursements for out-of-pocket business expenses.
Mobile virtual card payments can be initiated via:
Email
Online
Mobile wallet






Virtual card email solution
Email card information directly to virtual cardholders.
	Four-step approach to process virtual card requests
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	Requestor fills out virtual card request details for virtual cardholders using a file template
A separate hierarchy is set up to segregate mobile from accounts payable (AP) spend 
Separate payment group and primary account number (PAN)
Requestor role access limited to specific payment groups
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	Requestor uploads template into PaymentNet
Requestor selects Virtual Card Pay file upload from File Processing page
Virtual cards are configurable, e.g., controls, valid dates
Accounts are created on demand

	
[image: E:\Brochures\3. Graphics\PMAPS Graphics\1. PMAPS Graphic Files\ICONS\z_ICONS FOR TABLES\Numbering_3.png]
	Virtual cards are created and emailed to the virtual cardholders
Once created, requestor is able to see all virtual card details from that file, linked from File Processing page
Email sent via TLS protocol
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	Virtual card cardholder receives email with full account info and can also access full account info in a mobile app
Details include 16-digit card, CVV and valid dates
Email optimized for mobile viewing Virtual card push to wallet via mobile app


An innovative virtual card solution to facilitate commercial payments
J.P. Morgan has a strong commitment to providing an industry leading virtual card solution.  We support more than 750 Single-Use Accounts programs.  The total spend volume for our Single-Use Accounts program for 2020 was approximately $17.8 billion. We have approximately 450,000 suppliers in our network.  We have invested significantly to strengthen and enhance our systems, reporting, management, and practices.
J.P. Morgan’s virtual card solution
To support commercial payments via virtual cards for the State, we would recommend to use J.P. Morgan’s virtual card solution as the preferred vendor payment method for payments where the State has not already negotiated a discount.
Our virtual card solution has specific industry differentiators, offering ten channels to maximize supplier payment acceptance. This is driven by our commitment to innovation, which is a priority at J.P. Morgan. To stay ahead of the rapidly evolving technology, J.P. Morgan has a buy, build, partner strategy. We look to work with organizations that allow us speed to market and always back them with J.P. Morgan’s exceptional security.  These partnerships have allowed us to grow our supplier network while simplifying client reconciliation. Our virtual card provides multiple payment channels, creating supplier choice and maximizing potential spend. This creates a frictionless, automated payment environment that requires minimal touch by your A/P staff and allows flexibility for your suppliers. There is no separate contract needed to enable these services and all spend captured is combined to determine your J.P. Morgan rebate.
Key partnerships include:
Boost Intercept: An electronic B2B payment platform that transforms supplier-initiated virtual card payments into a buyer-initiated payment (BIP) or straight-through processing (STP) experience for suppliers such as AT&T, Iron Mountain, Dell, and others. Benefits include automated remittance posting, reconciliation in suppliers native format (EDI, BAI, CSV, etc.), and making payments via Boost’s STP network without requiring IT integration.
Bora: Owner and operator of the Payer Direct Hub (PDH), a B2B purchase card payment system that facilitates payments between you and your suppliers. The PDH uses a buyer-initiated payment infrastructure that provides both payers and payees with numerous benefits over those offered by manual systems and alternative architectures. Advantages include easier reconciliation, reduced labor costs, lower interchange costs to suppliers, and faster payments.
Billtrust: A provider of straight-through processing (STP) capabilities for faster delivery of virtual card payments and automated reconciliation processes. Billtrust provides a touchless solution for a more efficient way of engaging with high volume suppliers.
Virtual card critical differentiators at a glance
Unique 16-digit virtual account numbers including “exact authorization to the penny” for payment on approved invoice amount
End-to-end payment identifier and a 1-to-1 match that provides seamless reconciliation to PeopleSoft
Enhanced supplier experience and adoption with a dedicated supplier portal for payment data/remittance visibility as well as supplier customer service and retention support resources
Ten channels for supplier acceptance within one program, including push payment automated settlement capabilities using Buyer Initiated Payment (BIP) channels as well as single and multi-authorization to drive supplier choice
A dedicated in-house supplier experience and recruitment team to develop and execute your strategy and maximize spend
Up to five vendor email addresses supported to receive payment notification
Accessibility for you to view full card numbers, CVV code and expiration date within our 100% in-house platform
Lowest fraud rate of any commercial card product
Virtual Card for Business Travel, which is booked through your travel management company, streamlines accounts payable and reconciliation processes and makes expense management touchless and more efficient
Virtual Card Mobile will allow the University to capture one-off payments such as for contractors, and job candidates, via card (without issuing a physical plastic card) through the use of a mobile app.



2.4.9.6 The Respondent online platform should have the ability to define user access roles and limit access based on hierarchy levels.  Please describe your system capabilities, the user set-up process, modification process, and any additional details. Outline what independent controls the State Contract Administrator can access. Include examples of training by roles that have been created for similar customers.  Outline the capability of your online platform to exceed the number of concurrent users as outlined in RFS Section 1.4.10.3.  Include number of users by access role.

	Once a hierarchy is set up for the State, your program administrator can assign login roles to your employees (both cardholders and non-cardholders) to allow them to perform tasks such as viewing transactions and modifying accounting code allocations.
User access to PaymentNet is accomplished by creating user authorities. A user authority consists of a role, a hierarchy ID and a scope. The role defines the functionality to which the user has access (e.g., create new accounts or approve transactions). Hierarchy ID identifies the location in the organizational hierarchy where the role is effective (e.g., division, department or line of business). Scope defines the breadth of data to which the role has access (e.g., everyone in the division or just people in the department). Each user can be given as many user authority designations as needed.
PaymentNet has six pre-defined access roles:
Auditor: Read-only access to transactions, employee information and reports
Order Requestor: View and request payables and applicable reports
Cardholder: View their own transactions, profile and reports specified by the program administrator, and make online payments (if applicable)
Transaction Approver: Access to approve transactions
Manager: View their department’s transactions, employee information, accounts and reports specified by the program administrator, but does not have access to all configuration functions, unless allowed by a program administrator
Program Administrator: Universal access to all functions, including configuration features to view/modify all transactions, employees, accounts and reports
The cardholder, manager and program administrator roles can be customized. This enables you to restrict access to certain features within PaymentNet (e.g., you could establish a program administrator role that cannot create or modify account limits).
The PaymentNet system is designed with high levels of security to protect client information. PaymentNet uses a unique identifier consisting of a three-part key: organization ID, user ID, and password. A user’s access in the system depends on this three-key combination and assigned access level to make certain that employees only have access to the data they need. Users will only be prompted to enter their Organization ID if their user ID is not unique across all PaymentNet users. To safeguard against unauthorized usage, fraud or identity theft, PaymentNet provides:
Powerful Transport Layer Security (TLS)
Dual-factor login authentication
Automatic inactivity logout
Automatic masking of sensitive date elements
Authorized administrator control of credit limits and open accounts
Users’ login experience could change over time. If a user has successfully logged in without being prompted for their Organization ID, and then a new user with the same ID is created in a different organization, both users will be required to enter their Organization ID as part of the login process. Users can select “Remember my Organization ID” on the Log In page so that they will not be prompted for it each time they log in.
Accessing PaymentNet
Password entry is masked on all input forms. Only the State -authorized employees with an assigned user ID and password can access PaymentNet. Because PaymentNet is accessed from the Internet and not through your intranet, your employees will be able to access PaymentNet from web browsers around the world. However, there are certain security restrictions in this setup:
PaymentNet requires use of the newer browsers, such as Microsoft Internet Explorer 10 or higher, a Firefox 45 and Chrome 64 or higher
JavaScript must be enabled to use PaymentNet
Cookies are required when using PaymentNet
A program administrator can set temporary passwords. Once created, passwords are stored as a one-way encrypted token, and the actual password cannot be retrieved. We can provide security event logging and monitoring for authentication and authorization failures to the State on administrative reports.
As a user navigates PaymentNet’s functions, the system makes certain that the data and functionality accessed is authorized for that particular user. This approach restricts users’ scope-of-data view, which helps to preserve data integrity.
System capabilities and modification process
To help maintain system security and policy compliance, only program administrators can create or modify users/employee profiles. There are two types of changes that can be accomplished in PaymentNet—employee detail changes and account changes, as outlined in the following chart:
	Employee detail changes

	General information
	User access
	Accounts

	User ID
Business phone number
Name
Chart of accounts
Prefix
Employee custom fields
Suffix
Hierarchy ID
Notes
Email address
	Disable login
User authority role
Reason
Hierarchy ID
Disabled date
Scope
Change pass phrase
	User ID
Hierarchy ID

	
	Virtual card user access
	

	
	User ID
Hierarchy ID
File Processing email settings
Certificate Management
	



	Account changes

	General information

	Name
Chart of accounts
Second row of embossing
Notes
Birth date
	Account custom fields
Social security number
Create new account
Mother’s maiden name
Issue new card
	Cardholder address
Status
Statement address
Business phone
Email address

	Controls

	MCC diversion group
Credit limit
Central bill account
Cash advance limit
Diversion account
	VIP
Monthly transaction limit
Hierarchy ID
Daily amount limit
Cost center
	Daily transaction limit
Single amount limit
International
Status
MCCG monthly amount limit
MCCG cycle amount limit
MCCG cycle transaction limit
MCCG daily transaction limit
MCCG single amount limit



Please note that each user will maintain the ability to update their own email and scheduled alerts.
Program administrator responsibilities
The State’s program administrator responsibilities vary according to the size, scope and nature of your Commercial Card services. By using PaymentNet, your program administrator will continue to manage your organization’s accounts in real time. 
	Program administrator tasks quickly and easily managed on PaymentNet 

	Frequency
	Task description

	Daily
	Process cardholder applications
Add new cards
Set up logon information for new accountholders (or cardholders)
Select access levels for new cardholders
Perform hierarchy management
Select default accounting codes
Close accounts
Communicate with human resources to identify terminated employees
	Disable logons for terminated employees
Follow internal procedures for obtaining cards to eliminate cards that are no longer needed and reviewing outstanding transactions with managers
Monitor declines to assess spend/transaction limits, MCC blocking and expiration dates
Help make sure that payments are picked up by suppliers

	Weekly
	Monitor program compliance
Check status of lost/stolen accounts
Update MCC tables
	Review Declines report
Add new accounting codes
Coordinate with human resources to identify hierarchy changes

	As needed
	Consult with the bank
Remit payment for your card program
Facilitate accounting code import on the day after the cycle closes
Maintain communication with cardholders and users
Provide cardholder and manager training
Review accounts with upcoming renewals
	Export mappers
Run reports to meet internal requirements
Address payment errors across your systems
Address ongoing supplier questions and requests
Assist with the supplier enrollment process and coordinate internally



Program administrators can also contact J.P. Morgan’s Program Coordinator team for assistance with any of these tasks, or for help with functions that cannot be completed online.
Hosting concurrent users in PaymentNet
PaymentNet is capable of hosting concurrent users on the platform as outlined in Section 1.4.10.3 of the RFS.



2.4.9.7 The Respondent’s cardholder master file must contain, at a minimum, the following information:
· Cardholder name
· Second line of embossing
· Account address
· Phone number
· Email
· Single transaction limit
· Cycle spending limit
· Merchant category code/Profile
· Last Date Used
· Expiration date
· Status (including date account was Opened, Closed, Purged etc.)
· Agency/Office Identifier
· Employee ID
· Other field

  Please confirm your understanding of this requirement.  Outline State access to this data and frequency of access.

	J.P. Morgan confirms and understands this requirement set forth by the State. 
At any time, cardholders can continue to log in to PaymentNet to view their own user profiles. Viewable information includes email notifications, change password, change security questions, change email address, customize list page views (e.g., transaction list page), and add bank account information (for individual bill programs).
PaymentNet account profile
At any time, cardholders can log in to PaymentNet to view their own card account profiles. Viewable information includes cardholder name, location, limits, real-time balance and account profile data.
Cardholder profile page
[image: ]
Figure 20
Cardholders can log into PaymentNet at any time to view their account information.



2.4.9.8 Per Section 1.4.10.4 of the RFS, the Respondent must make future upgrades in its systems and processes to reflect advancements in technology, hardware, and software at no cost to the State and no reduction in revenue sharing.  All such upgrades must be announced in advance of any change.  The Respondent will provide an annual maintenance schedule and be notified within 24 hours of any unscheduled maintenance. The Respondent shall provide to IDOA, GMIS and AOS an implementation schedule that includes a period of testing and validation prior to the go-live date.  Confirm your understanding of these requirements. Please include examples of implementation schedules and the communication documents that support the notification, testing and validation of maintenance and upgrades. Provide details of how the Respondent will immediately address and correct any issues that may arise from problems with upgrades that negatively impact the State’s ability to use or manage the credit card program.

	System updates are made simultaneously to our clients at no cost or reduction in revenue sharing. 
Approximately 60 days prior to updates, the State receives a notice regarding upcoming enhancements. Also, we post a message on the PaymentNet Welcome page. 
Because PaymentNet is Internet based, there is no need to deal with time-consuming software. Upgrades are made on our server, so users receive updates simultaneously, with minimal or no additional effort on your part. 
Addressing issues arising from updates
Changes in PaymentNet’s functionality are always introduced through a release cycle. We will provide you information, explaining any upcoming changes approximately 45 to 60 days prior to the occurrence. In addition, the communications will outline what action, if any, your organization may need to take to prepare for the changes.
From a deployment standpoint small and medium changes will be published in the release deployment notes in advance of the release. Complex changes, or those that have a significant change in the user experience, may require a pilot release in advance of the general release.
All upcoming technology updates and events for host-to-host are published on our website www.jpmorgan.com/visit/h2h 



2.4.9.9 The Respondent’s online platform must allow assignment of Merchant Category Code (MCC) groups to cardholders in real time.  Please describe your ability to allow assignment and updates to MCC at both the individual card holder and group level. Describe any other capabilities offered relative to the assignment and management of MCC.  Please include details on the identification and reporting of repetitive MCC code exceptions at the card holder level. What technological advancements can you offer relative to MCC application, assignment, and modification?

	J.P. Morgan has the capability to allow assignment  and updates to MCC at both the individual cardholder and group level.
The merchant category code (MCC) can be used to block merchants and set card limits. The State specifies acceptable and restricted merchant types and set restrictions for individual cardholders, departments or the entire organization.
Leverage up to 180 MCCs per group in as many as nine MCC groups. MCC groups can have a custom name applied for your internal purposes. Available limits include daily number of transactions, daily spend amount and monthly number of transactions. We can also place boundaries by MCC group to determine how much a cardholder can spend at a group of merchants. This MCC group limitation can be restricted by daily number of transactions, transaction amount and monthly spend.
As a best practice, clients usually establish templates of MCC groups that apply to different cardholder profiles. We are happy to assist you in opening or blocking MCC groups as needed.
Reporting of repetitive MCC codes
PaymentNet’s Compliance Monitoring feature allows the Program Administrator to monitor questionable MCC codes or Merchants. Clients are also able to create separate MCC groups to allow specific cardholders access to purchases and reduce overall risk.



2.4.9.10 Describe your ability to provide Level III data. Include the percentage of the Respondent’s merchants that provide Level III data.   Further, describe the process for the Respondent to enable suppliers to provide Level III data if required.

	PaymentNet receives and displays all levels of transaction data passed by merchants, including line-item detail. Receive the most accurate information available to help you:
Increase spend visibility
Improve compliance
Reduce expense processing costs and time
Better manage travel budget restrictions
The exact level of data captured at the point of sale is dependent on terminal setup. Through J.P. Morgan’s collaboration with Visa, we continually work with merchants to increase the level of data transmitted in transactions.
	Level II and III transaction data passed from merchants

	Visa

	Level III
Over 1.4 million merchants provide level III data 
	Level III data is divided into two categories—summary and detailed. 
Level III summary data applies to the transaction as a whole, such as order date and invoice number. 
Level III detailed data describes individual line items of a transaction, such as product code, description, quantity and unit cost. 
Level III data includes level II data plus details such as unit cost, quantity, unit of measure, merchant order number, discount amount, freight, shipping amount, ship-from zip code, ship-to zip code, order date and a commodity description code






2.4.9.11 Please provide details on the current process for system upgrades and maintenance.  Please include details on frequency, communications, advanced notification, time frames.  Please provide details on your ability to provide at minimum 2 weeks advance notice of scheduled upgrades and maintenance. Please explain in what circumstances the State will be given additional notice (more than two (2) weeks) for changes. How does the Respondent determine the level of significance for changes? What course of action can the State take if the planned changes are not successful and the State’s ability to manage the program or use the credit cards is negatively affected?

	As previously mentioned, system updates are made simultaneously to our clients. 
Approximately 60 days prior to updates, the State receives a notice regarding upcoming enhancements. Also, we post a message on the PaymentNet Welcome page. 
All upcoming technology updates and events for host-to-host are published on our website www.jpmorgan.com/visit/h2h 



2.4.9.12 Please describe the current safeguards in place to prevent over drawn credit cards and fraudulent charges. Please include details on the different levels of checking your solution offers and the recommended timeframe.  Provide details on your ability to work collaboratively with the State to incorporate unique requirements.

	The guidance line control is available for our commercial cards and has the capability of suspending continued use of the card when the total balance reaches its limit. 
Fraudulent charges
The State’s program includes protections against fraud and employee misuse. The J.P. Morgan fraud waiver covers third-party fraud. The Visa liability waiver covers employee misuse.
Fraud
J.P. Morgan provides fraud protection coverage for:
Lost/stolen cards
Counterfeit cards
Skimmed cards
Unauthorized Internet transactions
Merchant disputes
The State contacts J.P. Morgan immediately when a card is suspected of being lost, stolen or otherwise compromised. Once notified, J.P. Morgan promptly cancels the account.
Subject to the terms and conditions outlined in our attached financial offering, the State will not be liable for fraudulent transactions made on that account. Merchants that do not follow transaction authorization procedures can be subject to chargebacks. If there are fraud losses, they are typically netted out of the program rebate opportunity.
Employee misuse
To protect you from employee misuse of Commercial Card, we offer a liability waiver program through Visa to reimburse the State for inappropriate expenditures made on a card. 
As a condition of the Visa liability waiver program, the cardholder’s employment must be terminated. Applicable charges are those incurred by the cardholder 75 days prior to termination and up to 14 days after termination. We must be notified immediately to deliver the vital safeguards that enable you to provide Purchasing and Corporate cards to employees with security and confidence.



2.4.10 Data Privacy and Security Specifications

2.4.10.1 The Respondent must meet all security, privacy and compliance requirements defined in the Security and Privacy RFS Section 1.4.11 Please confirm you have carefully reviewed all Security and Privacy Requirements in RFS Section 1.4.11 and can meet all Security and Privacy Requirements.

	Yes. The firm has adopted industry IT security practices, including, but not limited to COBIT (Control Objectives for Information and related Technology) for IT governance, International Organization for Standardization (ISO 27K family of standards), Federal Financial Institution Examination Council (FFIEC) Guidance, and BSIMM (Building Security In Maturity Model). 
The IT Risk policies and standards for the firm meet requirements from over 150 regulators worldwide and are periodically updated to ensure that controls are consistent with industry best practices as well as global regulatory requirements. 



2.4.10.2 The Respondent must provide and maintain an appropriate information security program to prevent the unauthorized disclosure, misuse, alteration, or destruction of confidential information.  Please describe in detail the information security program including, but not limited to the protection of cards, account numbers, passwords, personal identification numbers and transactions. 

	The firm has developed a full suite of Information Risk and Security Policies, Standards and Procedures which are consistent with industry standard frameworks.
In particular, the firm's data security standards are compliant with the Payment Card Industry Data Security Standard v3.2.1, as the firm's data security control framework incorporates PCI-DSS standards. The firm also requires that external service providers that come in contact with cardholder data be PCI-DSS compliant and can confirm that this is the case each year. We are happy to provide our SOC1 and/or AoC to show that we are PCI compliant. In certain cases, attestations of compliant products/solutions are available if requested.
 J.P. Morgan is committed to safeguarding personal and confidential information. Part of honoring that commitment means limiting disclosures of such information to those that are consistent with our legal and contractual obligations, including disclosures that are necessary to provide contracted services, for fraud prevention, or risk management. J.P. Morgan has implemented appropriate policies, procedures and controls for this purpose. As an example, our Code of Conduct establishes a baseline requirement that our employees access, use and share personal and confidential information only as necessary to do their work.
For additional information, please review our privacy policies at: https://www.jpmorgan.com/global/privacy 
Please also see Appendix 10 for our JPMC Information and Cybersecurity Program client letter.



2.4.10.3 The Respondent shall keep Participating State, Purchasing Entity, and Cardholder information confidential. Please describe what cyber security protocols are in place to protect the system from hacking, information release, etc.

	As part of the firm's network security policy, Network Perimeter Security, Firewall Security, Remote Access and User Access Management standards are employed bank-wide.
The firm utilizes a number of monitoring tools and processes to detect and identify the presence of abnormalities and help to prevent intrusion into the global infrastructure. 
These include, but are not limited to:
Security Event Management
Network Access Control
Intrusion Detection/Intrusion Prevention Systems
Network access is restricted to specific applications via controlled ingress and egress points which are protected using firewall and proxy network controls. Network access to the firm is governed by firewall and proxy technology which is designed to ensure compliance with the firm's authentication requirements and to prevent unauthorized devices from connecting to the network.
Security logs (user ID, date and time-stamping) are retained and governed by the firm's retention standard. The firm employs layered controls from the perimeter to the endpoint to identify, protect and respond to cyber events. Cybersecurity & Technology Control Operations leverages SEIM capabilities for the logging, monitoring and detection of malicious activity. The SEIM system intakes security events, correlates them and alerts Operations analysts of the event. Management is notified through established incident management and response practices.
The firm has deployed a content filtering program designed to prevent data leakage and support the enforcement of policies, standards, laws, and regulations regarding the appropriate usage of the Internet and the protection of personal information.
The firm has also implemented an automated intrusion detection system that actively monitors the network perimeter and critical locations within the network to identify suspicious events. Events detected by both content monitoring and intrusion detection are monitored and actioned appropriately by the firm's global Cybersecurity team.  
Internet facing applications are hosted on dedicated networks that are logically separated by use of de-militarized zones (DMZ) from infrastructure that houses business logic and database systems. 
Please also see Appendix 10 for our JPMC Information and Cybersecurity Program client letter.



2.4.10.4 Per Section 1.4.11 of the RFS, the Respondent shall report any compromise or breach of network security involving State transactional data. The Respondent shall have policies and procedures in place to report, track and resolve any compromise or breach of network security that may arise in the performance of the Respondent’s activities under the Contract. If data is breached, how are the IDOA Contract Manager, or applicable Participating Entity Contract Manager, and the Participating Entities notified? What protocols are in place to protect the Participating Entity’s information?  Please provide copies of the policies and procedures in place to report, track and resolve any compromise or breach or network security.

	J.P. Morgan have a formal privacy incident management process in place for responding to any suspected or actual incident involving unauthorized access to or disclosure of client information. 
The process requires escalation to a dedicated Incident Response Team for mitigation, severity assessment, analysis for root cause, and corrective actions.
It is J.P. Morgan’s practice to notify the impacted client(s) of a data privacy incident when required under applicable state or federal law or when we believe that the incident represents a risk to the impacted client(s) or individuals associated with the client(s), including plan participants.  Any material issues, including data breaches, are disclosed in the Firm’s quarterly and annual regulatory filings.
It is the firm's policy to comply with the privacy and data protection requirements, as defined by applicable law and regulation, where the firm conducts business. The firm takes its responsibility to protect the privacy and confidentiality of any client information very seriously. The firm maintains physical, electronic and administrative safeguards that comply with applicable legal standards to store and secure client information from unauthorized access and use, alteration and destruction. 
The firm also maintains an incident management program in its Privacy Office that responds to potential risks to client and personal information. The firm employees and contractors are held accountable for complying with applicable privacy and data protection policies, procedures, laws and regulations, and are trained annually to remind them of the importance of doing so.
On an annual basis, the status of the Information Security program, the Data Privacy program, the Business Resiliency Program and compliance against the Gramm-Leach Bliley Act (GLBA) are presented to the Board of Director’s Audit Committee. 
The firm employs layered controls from the perimeter to the endpoint to identify, protect and respond to cyber events. Cybersecurity & Technology Control Operations leverages SEIM capabilities for the logging, monitoring and detection of malicious activity. The SEIM system intakes security events, correlates them and alerts Operations analysts of the event. Management is notified through established incident management and response practices.
Further information or evidence regarding specific policies is confidential and not for external disclosure.
Please also see Appendix 10 for our JPMC Information and Cybersecurity Program client letter.



2.4.10.5 The Contractor's online platform must be Payment Card Industry Data Security Standard (PCI DSS) compliant based on the most current version of the standards.  Please provide a detailed description of your ability to meet all Payment Card Industry (PCI) security standards as outlined in RFS Section 1.4.11. 

	The firm has developed a full suite of Information Risk and Security Policies, Standards and Procedures which are consistent with industry standard frameworks.
In particular, the firm's data security standards are compliant with the Payment Card Industry Data Security Standard v3.2.1, as the firm's data security control framework incorporates PCI-DSS standards. The firm also requires that external service providers that come in contact with cardholder data be PCI-DSS compliant and can confirm that this is the case each year. We are happy to provide our SOC1 and/or AoC to show that we are PCI compliant. In certain cases, attestations of compliant products/solutions are available if requested.



2.4.10.6 Is the Solution cloud hosted?  If so, please complete RFS Attachment O - IOT Cloud Provider Questionnaire.

	No. Although PaymentNet is not cloud-based, the State can easily access all of your transaction data online through any secure Internet browser at any time. 



2.4.10.7 The Respondent shall maintain set(s) of documents, instructions, and procedures which enable the Respondent to respond to accidents, disasters, emergencies, or threats without any stoppage or hindrance in its key operations (“Business Continuity Requirements”). Please provide an example of the Business Continuity plan that your company has in place for a client of comparable size to the State of Indiana inclusive of all instructions and procedures. 

	The Firm is committed to providing high quality and resilient services and supporting functions to our customers and clients. This is achieved through a rigorous control program committed to meeting legal and regulatory obligations in each of the jurisdictions where we conduct business.
Our global resiliency program is designed to provide an integrated Firmwide resiliency approach aligned with our business and technology strategies, as well as the requirements of our customers and clients globally. 
We do this by:
Providing continuity of client and customer services while protecting the Firm's employees and assets;
Engaging senior management on key aspects of the program, including determining the resiliency risk appetite, strategy, leadership and program oversight;
 Proactively managing resiliency risks incorporating appropriate procedures and controls;
Developing and maintaining resiliency plans based on impact analysis and criticality; and
Helping employees understand their role in recovery scenarios and conducting validation exercises across critical functions and locations.

The information below provides details about the key aspects of our program.
Regulations and standards
Our resiliency policy and standards establish requirements for resiliency planning, response and recovery across the Firm. The program is:
Managed by a firmwide resiliency committee; comprised of senior management from each line of business as well as relevant JPMC corporate functions;
Reviewed by the Audit Committee of the Board of Directors of JPMC on an annual basis;
Subject to risk-based examinations by JPMC internal auditors; and
Subject to regular inspection by regulatory authorities, including the US Office of the Comptroller of the Currency ("OCC"), The Federal Reserve Board ("FRB"), The UK Financial Conduct Authority ("FCA") and Prudential Regulation Authority ("PRA"), the Monetary Authority of Singapore ("MAS"), the Hong Kong Monetary Authority ("HKMA") and other national regulatory authorities around the globe.

Crisis management processes
A robust crisis management process exists to enable efficient, effective and timely response to incidents of varying severity and types.
Firmwide notification tools are used internally to communicate in crises;
Escalation processes are in place and routinely tested; and
After Action Reviews are undertaken to ensure event management procedures and resiliency capabilities are continually enhanced.
The Firm responded effectively to several incidents over the past year, such as severe weather, power and various other business disruptions.
Resiliency planning
Managers throughout the Firm develop and maintain resiliency plans as part of the program.
Annual impact analyses are performed to determine or confirm the relative criticality of processes;
Lines of business and corporate functions maintain resiliency plans, based on their business impact analysis and risk assessments, addressing business, staff, operations and technology components, and critical services provided by third parties;
Plans address high-level absenteeism events, including infectious disease and severe weather;
Quality reviews and audit assessments are undertaken and where appropriate corrective measures implemented; and
Management reviews and approves resiliency plans annually.
Testing and exercising
The Firm employs a comprehensive testing approach to regularly validate the effectiveness of the resiliency program under different impact scenarios:
Tests include simulation exercises and physical tests of recovery strategies;
Test results are communicated to the Firm's senior management across business and technology functions, as appropriate; and
The Firm regularly participates in market-wide and industry sponsored exercises.
Cybersecurity
JPMC maintains a robust cybersecurity program to enable us to maintain our defenses and actively enhance our threat resiliency. 
We operate several 24/7 global cyber operational centers with dedicated cybersecurity staff and work closely with government agencies and organizations to strengthen our safeguards as well as proactively respond to cyber threats.
Further information or evidence regarding specific policies is confidential and not for external disclosure.
Please see Appendix 2 for Business Resiliency Program Overview.



2.4.10.8 Please describe your secure login process for the online platform offered.

	PaymentNet’s system and network architecture are designed to promote the highest level of industry security standards while still offering limitless user access. PaymentNet security is based on digital certificate technology that utilizes certificates issued by recognized authorities, and Internet-based access is restricted to secure, encrypted browser sessions using 128-bit TLS. Additional security measures include the following:
Web servers protected by multiple, redundant hardware
Firewall equipment and hardware augmented by an intrusion detection system
No remote access by unauthorized third parties
All servers on internal network segments, not accessible from the Internet
Data transfers based on TLS (default) or custom encryption arrangements made on a client needs basis (PKI, PGP, etc.)
Authentication
To control data and network access, we have established several strong authentication measures, including the following:
PaymentNet uses an ID naming convention consisting of a three-part key: organization ID, user ID and password. Password entry is masked on all input forms. Users will only be prompted to enter their Organization ID if their user ID is not unique across all PaymentNet users.
Program administrators can set passwords. Once created, a password is stored as a one-way encrypted token, and the actual password cannot be retrieved.
Security event logging/monitoring for authentication and authorization failures can be provided to clients on administrative reports.
File permissions are set on an as-needed basis and are frequently reviewed.



2.4.10.9 Please explain your approach to, and provide examples of, security and privacy metrics reporting.

	The Technology Controls and Cybersecurity functions protect the confidentiality, integrity and availability of the firm's and Affiliates' information and resources through the establishment, implementation and management of a Technology Controls and Cybersecurity Governance Strategy and Framework.
The Technology Controls and Cybersecurity functions ensure the security of the firm's computing environment, protects customer and employee confidential information, and complies with regulatory requirements globally. 
The programs are underpinned with an acceptable risk appetite driven through Key Performance Indicators (KPIs) and Key Risk Indicators (KRIs), helping to ensure that the design, implementation, and testing of controls is validated against an actively maintained threat model.
The Technology Controls and Cybersecurity Governance Strategy and Framework implements a standard approach and uniform principles for defining clear ownership and accountability, uniform control and oversight, and consistent content and management. This is accomplished through strong information risk and security leadership and active collaboration with line of business Information Security Managers (ISMs), providing high quality security solutions and services that are focused on improving the firm's risk posture.
Management regularly reviews the firm's cybersecurity strategy as part of the annual planning process. Key governance forums are used to disseminate information and monitor cybersecurity efforts.
Further information or evidence regarding specific metrics is confidential and not for external disclosure.



2.4.11 Implementation & Transition

2.4.11.1 [bookmark: _Hlk61276753]Please describe in detail your company's proposed Implementation Plan, including tasks to be executed, target dates for completion, identified risks to the project, the Respondent's and State’s anticipated level of effort to accomplish this transition, and any assumptions made for accomplishing the plan, as described in Sections 1.4.12.1 and 1.4.12.2 of the RFS. Respondent must describe in detail how it will transition current cardholder account information to the new program. Please confirm implementation activities will occur at no cost to the State. 

	As the State is a current J.P. Morgan client, it is unlikely that you will need to go through the full implementation process. Additional programs can be added for existing clients within 10 to 15 days  after receipt of all required documentation.
As you move forward in evaluating different proposals, it is important to consider the very significant expense that the State could incur by implementing an entirely new program. In comparison:
No resource expenditure will be required for your existing Purchasing or Travel card program. 
Your financial benefit, will not need to be earmarked to cover implementation expenses and other costs of change
By continuing to collaborate with us for your card programs, you will be able to focus on realizing added value through growth opportunities and expert consultation services



2.4.11.2 Please provide any examples of the respondent's experience with implementing procurement and travel card programs that are as diverse as the State of Indiana’s.

	As the incumbent for the State, we have worked with you to implement your diverse program. The following case studies highlight our diverse implementation strategies at J.P. Morgan:
Case study 1:
Client industry: Healthcare/Higher Education
Products: Purchasing Card, Corporate Card and Virtual Card
Program size: $50 million
Program strategy: This medical school/hospital customer was intent on a quick and efficient implementation. Their goal was to reduce check issuance within accounts payable (A/P) and ramp quickly to take advantage of their rebate offer. Other priorities included a card to accommodate their executive staff’s demanding travel schedules. 
Solution and results: We tiered our implementation approach, beginning with the traditional purchasing card for their low dollar/high frequency purchases, and the travel card for their executives. These were successfully implemented with 45 days of contract execution. Virtual card implementation followed shortly after this initial phase. 
It was the teamwork with our client and that “sold” the concept of virtual card to the targeted vendor base. This best practice collaboration resulted in their supplier enrollment ending at 114% of goal with nearly $30 million in vendor spend signed up. The client hit their volume goals in year one of their contract. 
Case study 2:
Client industry: Higher Education
Products: Corporate Card, Purchasing Card, Virtual Card
Program size: $30 million
Program strategy: This existing client had a mature procurement and corporate card program, with high program penetration within their network of state schools. They wanted to grow their program with a focus on increased rebate and program efficiency. 
Solution and results: The decision was made to implement virtual card. One notable challenge was the range of program sophistication and card program resources at each of the schools. To address this, a phased approach was adopted, beginning with five schools within their network. These schools had the available resources and interest in being part of the initial rollout. Virtual card was successfully implemented and all five schools are transacting and growing their virtual card programs. 
The next phase, which will implement virtual card at the balance of the network of schools, is in the planning stage. The client and J.P. Morgan will be able to leverage the work completed in terms of program set up and supplier enablement. This “pre-work” will help those schools with limited resources. Once completed overall, we expect that their overall program size will grow by approximately 50%.



2.4.11.3 Please describe how will you prioritize State agencies during the implementation and transition into your program. Confirm transition activities will occur at no cost to the State. 

	The State is a current J.P. Morgan client, so it is unlikely you need to go through the full implementation process. 
Additional programs can be added for existing clients within 10 to 15 days after receipt of all required documentation.
As you move forward in evaluating different proposals, it is important to consider the very significant expense that the State could incur by implementing an entirely new program. In comparison:
No resource expenditure will be required for your existing Purchasing card,  and Corporate card. 
Your financial benefit, including a lucrative signing bonus of $100,000, will not need to be earmarked to cover implementation expenses and other costs of change
By continuing to collaborate with us for your card programs, you will be able to focus on realizing added value through growth opportunities and expert consultation services



2.4.11.4 Upon the expiration of this contract, please describe the process for collection of cards, closing of accounts, and any other required close-out processes. Please include which responsibilities will belong to the Respondent and which will belong to the State or Participating Entity.

	As a client leaves J.P. Morgan, we follow a card deactivation process. Your program relationship manager helps coordinate the process and timing of final reconciliation and payment to close the contract.
	[bookmark: _Hlk62203140]Process to deactivate cards upon contract close 
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	Coordinate account and credit
The Account Coordinator team receives a closure request from the credit department, including written authorization from an authorized client representative
The credit department shuts down the credit line immediately
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	Close cardholder accounts
Cardholder accounts are closed within five to seven business days of the closure request
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	Terminate PaymentNet
Termination of PaymentNet platform access is typically scheduled 60 days from the initial request
If access to the site is needed beyond 60 days, we work with the client’s management team to determine an appropriate termination date
Substantial costs may be incurred for restoring connections that have already been terminated
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	Communicate closure
A site closure letter is sent upon notice of termination with key details and steps noted
As an example, if a client has any other data file feeds such as a file that may be sent directly to its financial software, it should advise J.P. Morgan to prevent connections from terminating, and a regular monthly fee will be charged for continuing service
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	Determine final rebate
The Rebate team, program relationship manager, and reconciliation and collection teams help make sure the final rebate has been properly and completely reconciled 
Outstanding balances owed to J.P. Morgan are calculated



Determining final rebate
In cases where the final rebate amount is sufficient to cover all outstanding amounts, we may recommend that these balances be taken out of the final rebate amount so that the client is paid the net amount. The program relationship manager discusses this option with the client. Upon written agreement this action is taken.
In some cases, we may hold back a portion of the last rebate to cover any remaining credit losses or outstanding balances, which may come through later. The client and its program relationship manager discuss this approach, and any agreement regarding a “hold back” is documented in writing along with the anticipated time for the final reconciliation and release of funds. The timing on the payment of the final rebate amount varies in every closeout situation. Payment is made via wire transfer to the verified entity bank account J.P. Morgan has on file.



2.4.12 Rebates, Incentives, & Fees

2.4.12.1 Please describe in detail your ability to provide a rebate in accordance with the requirements in Section 1.4.13 of the RFS.

	J.P. Morgan will continue to provide a competitive rebate as requested in the RFS as outlined below.  For a detail of the cost proposal, please see the Financial Cost Proposal.   
Rebates shall be calculated annually in arrears.  Rebate payments shall be made in USD within the (90 ) day period after the Rebate Calculation Period via the requested payment method chosen by the State.  Lastly, Rebate amounts will include any reductions of credit losses.  
The State and the participant entities will earn rebate based on the Annual Combined Charge Volume achieved by all participating entities including the State.  
The State and all of the participant entities will also receive a percentage of their Annual Total Volume based on the entity’s average speed of pay(also known as File Turn).  
As the incumbent, J.P. Morgan is aware by law State of Indiana is allowed up to 35 days to make a payment and will continue to waive late payment and delinquency fees.  Rush card fees will also be waived going forward.



2.4.12.2 Please describe any additional incentives that may be offered that would increase contract utilization amongst local entities and increase the State’s rebate. 

	As outlined in the Cost proposal narrative, J.P. Morgan is pleased to offer the State of Indiana additional incentives below as part of the extension of our commercial card relationship: 
SIGNING BONUS: A one-time $100,000 signing bonus will be paid to the State of Indiana with no claw backs or contingencies.
GROWTH BONUS: When the consortium achieves $125MM in total combined charge volume, the State of Indiana will receive a one-time, $50,000 growth bonus with no contingencies or claw backs.
COST OF CHANGE: As a current J.P. Morgan client, the State of Indiana will not need to use resources to transition the program. It is estimated that the State and its participants will save ~$364,000 in combined savings. 
JOINT AND SEVERAL LIABILITY: In addition to corporate liability, State of Indiana and the consortium participants will have the ability to take advantage of joint and several liability. In this type of program, both the client organization and cardholder are jointly and severally liable for transactions.
EXTENDED GRACE TERMS: State of Indiana will be able to take advantage of extended grace terms of 30/55. This term allows the State of Indiana to pay the monthly statement up 55 days after the monthly statement cycle date. 
CONSORTIUM CONFERENCE: J.P. Morgan would like to host an annual State of Indiana Consortium conference as an opportunity to provide participants with industry insights and best practices, platform tips and tricks, as well as peer to peer round table discussions on relevant topics.  This value add would be of no cost to the State of Indiana. We hope to launch the inaugural event in 2022.



2.4.12.3 Please confirm your understanding that all cards issued will be at no additional cost to the State. In other words, a no-fee card program. Describe in detail how any additional fees will be invoiced in accordance with 1.4.13.3 of the RFS. 

	J.P. Morgan confirms there will be no additional cost to the State to continue to use your Commercial Card program with J.P. Morgan as you do today.  For additional details on the fees associated with the program, please see the Financial Cost Proposal document.  



2.4.12.4 Please describe in detail any additional fees that you will be incorporating into Attachment D – Cost Proposal Template.  Please note that the listing of fees or additional charges within Attachment D - Cost Proposal does not mean the State will accept these fees or charges. 

	The State’s Commercial Cards are based on a competitive rebate schedule as opposed to line item pricing.
Our competitive rebate allows your organization to leverage efficient payment solutions at no direct cost while generating revenue relative to spend.
The following fees may apply:
Cash advance fees
Cash advance fees are 2.5% of the amount advanced ($2.50 minimum with no maximum).
Convenience check fees
Convenience check fees are 2% of check amount ($1.50 minimum with no maximum).
Executive Card fee
The annual fee per Executive Card is $75.
International transaction fees
When a cardholder conducts a transaction in a currency other than U.S. dollars (USD), Visa typically converts the transaction amount back to USD at the time the transaction is processed. The transaction amount is converted to the equivalent USD amount using a wholesale or government-mandated conversion rate.
For each international transaction, a 1.5% fee is imposed for transaction processing.
Rush card replacement fee
There is no fee to request new or replacement cards via rush delivery.



2.4.12.5 Please detail your process for invoicing fees and applying the payment of fees to the correct associated individual account.  Please include examples of the unique fee coding structure utilized.  Describe in detail your process for ensuring that any fees invoiced are not duplicated or compounded i.e. monthly statements will only reflect new fees and will not include any past due fee amounts.

	All our fees at the client level are automated. While there are individual fees tied to optional individual offerings (i.e. executive cards, rewards, etc.) – all of the organizational level fees are automated. They are tied to the program set-up and account for payments received and outstanding balances. 



2.4.12.6 Please provide details on the calculation used to determine foreign transaction fees.  Please include details and examples showing a unique transaction for any foreign transaction fees on both statements and the daily data files.

	When a cardholder conducts a transaction in a currency other than U.S. dollars (USD), Visa typically converts the transaction amount back to USD at the time the transaction is processed. The transaction amount is converted to the equivalent USD amount using a wholesale or government-mandated conversion rate.
For each international transaction, a 1.5% fee is imposed for transaction processing.
Today, the standard is to display the transaction and the fee separately.



2.4.12.7 Please provide details on the invoicing and application of potential late fees incurred to the accurate central bill account as laid out in Section 1.4.13.3.2 of the RFS.  Provide example statements and data files showing the line-item details related to late fees. Confirm your understanding and process used to ensure that any potential late fee balances are not included in subsequent late fee calculations.

	If payment in full is not received, the following late payment charges will be applied:
Central bill: 1% of the past due amount assessed at end of the cycle in which payment first became due and each cycle thereafter
Individual bill: 1% of the past due amount assessed 28 days after end of the cycle in which payment first became due and each cycle thereafter
J.P. Morgan confirms that any potential fee balances are not included in subsequent late fee calculations.  



2.4.13 Marketing & Program Growth

2.4.13.1 Please describe any current marketing initiatives your company is undertaking/has undertaken with other clients. Please provide examples.

	Our experience, market leadership, financial strength, innovative technology and consultative approach have helped us maintain our position as the largest commercial card bank issuer in the United States. Experience and market leadership
Largest U.S. commercial card bank issuer¹
Supports over 8,000 clients with over 
1.2 million commercial cards 
in U.S. and Canada
Programs range from a single card to 90,000 cards
Annual spend volumes range from under $1 million to $1.2 billion


We support over 8,000 clients with nearly 1.2 million cards in the U.S. and Canada. Our size gives us the ability to pursue the technological enhancements and capital investments required to stay ahead in the North American Commercial Card market. 
As we tailor card solutions specific to the State’s particular needs and requirements, we provide the flexibility and global card acceptance to help you reach your program goals.
Our relationship-centric approach to Commercial Card is rooted in the understanding that maintaining healthy supplier relationships and reducing operational challenges on employees are keys to any company’s success.
J.P. Morgan is planning to host Client conference to share best practices, product roadmap, new functionality, training, etc., for all participants in the Consortium.  




2.4.13.2 Please describe your plan to grow the State’s Procurement and Travel Card program, including realistic milestones and tentative dates per Section 1.4.14 of the RFS. Please also include the level of effort for both the State and the Respondent.

	We will continue helping you grow your card campaign throughout the life cycle of our engagement. With our large supplier network, extensive recruitment experience and broad base of acceptance, drive maximum adoption and capture more spend.
Our team of more than 100 dedicated supplier experience resources perform client consulting, in-depth policy and invoice reviews, quantitative and qualitative analyses, supplier campaign recruitment, supplier support and retention services. Benefit from our 10+ years of experience identifying and onboarding suppliers.
We’ve seen substantial value delivered back to our clients. The collaborative and customized supplier enrollment strategies have resulted in a 65% average increase in virtual card spend for our clients after converting a virtual card program* from another provider. 
*Actual results from converting clients January 2017 to March 2019
Your suppliers benefit from true collaboration—and you benefit from increased program retention, reduced operational distractions, and increased rebate—when we help your suppliers determine the best and most acceptable payments approach:
97% of suppliers were “extremely satisfied” or “satisfied” with the quality of service received*
85% Net Promoter Score (NPS) resulted when rating our supplier experience*
Furthermore, campaign management services provided at no additional charge.
*Represents FY 2018 resultant from J.P. Morgan internally sponsored supplier survey 

Detailed elements of the client campaign management process
Supplier analysis
Our analytics team reviews, analyzes and segments the State’s vendor (AP) data to determine each supplier’s likelihood of converting payments. Applying informed analytics, experience and proven methodologies, we’re able to identify suppliers who would be the most receptive targets for your campaign.
Strategy development
A campaign manager meets with the State to understand your preferences and to acquire your supplier information—for example, you may prefer to contact strategic suppliers directly rather than through J.P. Morgan. Comprehensive supplier data is critical to the success of our campaigns and the more insight you can provide the campaign manager about your suppliers, the more effective the campaign process is likely to be.
Campaign preparation
Your campaign manager works closely to guide you through a successful supplier campaign. During this stage, they address program requirements and introduces proven methodologies to encourage card acceptance. In addition, your campaign manager reviews topics that should be communicated to your internal stakeholders to help educate and prepare them.
Supplier recruitment
The State’s campaign manager provides you with your targeted supplier list, project timeline and communication templates to be used when contacting your suppliers. Upon approval of these key deliverables, the recruitment specialists will begin contacting your suppliers. Recruitment specialists:
Coordinate supplier outreach efforts with campaign manager
Conduct supplier outreach 
Update campaign tracking tools
During the campaign, your campaign manager provides you with detailed reports, tracking overall effort and progress. These review calls provide an opportunity to resolve issues that may arise (e.g., incorrect supplier information). Your campaign manager is also available to provide consultative support on an ongoing basis.
Supplier acceptance
As suppliers confirm acceptance of card payments, the State updates PeopleSoft to reflect the new payment type, enters the email address(es) for payment notification delivery (when applicable) and begins paying those suppliers via card.



2.4.13.3 Please describe other program growth strategies you have implemented with other clients. Please provide examples. 

	J.P. Morgan is committed to the State’s success and program growth. We work with your organization on ongoing program improvement by utilizing a variety of resources, including:
Regular account reviews led by your program relationship manager, Manisha Samani
Conference calls and webinars led by our experienced Commercial Card Training team
Host web-based seminars in collaboration with Visa to provide our clients with updates on card program usage



2.4.13.4 Please confirm your commitment to aggressively strive to grow this program throughout the life of the contract.

	J.P. Morgan is committed to providing program consultation and resources to aggressively grow your program throughout the life of the contract. We will work with your organization to identify opportunities to convert manual, labor intensive payments to automated, revenue generating payments. Some examples how we will approach growing your program include: 
Proprietary supplier analytics to identify targeted suppliers
Industry benchmarking & best practices
Product innovation and partnerships to increase supplier adoption
In addition to a robust virtual card solution, J.P. Morgan has also heavily invested in three key areas that are critical to maximizing the State’s full program potential - supplier recruitment and retention, supplier experience, and supplier support.
Supplier recruitment and retention
J.P. Morgan’s in-house Supplier Recruitment team has extensive industry experience, giving us knowledge that few can match. Our campaign, recruitment, support, and retention processes are key differentiators that set J.P. Morgan apart from our competitors. With 100+ dedicated resources, we have the tools needed to run a smooth, efficient, and successful supplier campaign for the State. We can develop a tailored retention and recruitment strategy with a focus on growing supplier payments that can leverage monetized tender types such as virtual card. As we work with the State to segment suppliers by payment type, we will also assist in defining a payment terms strategy to offer working capital value for your suppliers based on accepting your preferred payment methods.
We can also work with the State to demonstrate how strategically leveraging card can be a cornerstone when deploying a comprehensive and fully integrated payables strategy across the system and all payables channels.
We can also focus on segmenting additional tender types in a single payment file including ACH, wire, outsourced check print, and digitized payments. Integrating payment channels can offer streamlined workflow that will maximize buying power, create economies of scale and drive significant ROI that can be invested back into the State.

To drive maximum adoption, we will:
Leverage our proprietary analytics tool and consultative conversations to help identify who your suppliers are and how they want to be paid
Assign an experienced Client Campaign Manager who will work closely with our Recruitment Team, providing strategic support and guidance for your supplier campaign
Maximize outreach to suppliers on behalf of the State by deploying multiple methods of outreach including phone, email, and direct mail communications
Recruit your suppliers down to $1,000 annual spend by applying our proven strategies and offering comprehensive, customized support during and after your supplier campaign.
Supplier experience
J.P. Morgan recognizes that one of the most direct paths to maximizing virtual card spend is creating increased supplier choice. As a key differentiator, we have rolled out ten different ways in which suppliers can choose to receive their payment within one virtual card program, incentivizing greater adoption of your program and ultimately reducing your administrative burden. To enhance the supplier experience, we have:
Developed Virtual Card Connection, a free and secure portal, featuring a user-friendly dashboard, where suppliers can view and action transactions from all their customers that use virtual cards. Available data includes full card numbers, CVV code, and expiration date as well as exportable remittance in a CSV format
Partnered with Bora, Boost Intercept, and Billtrust for push payment channels, which automates the supplier AR process

Supplier support
J.P. Morgan’s Supplier Experience team consists of 100+ full-time professionals dedicated to supporting your suppliers before, during, and after the recruitment process. This robust support model reduces the State’s administrative burden by minimizing
◼ More than 450,000 active suppliers at the parent level with a growing network through our Supplier Experience recruiting efforts and recent partnerships
◼ In excess of 700,000 active suppliers, including parent and child payment-related supplier calls and is critical to overall supplier satisfaction and retention. This team includes:
Virtual Card Supplier Service: A toll-free supplier support number to address the majority of virtual card-payment related questions.
Virtual Card Supplier Retention: A team of specialists dedicated to retaining suppliers in your program during and after your supplier campaign. A consultative strategy is applied to each supplier at risk of attrition to help make sure that virtual card payments remain at the forefront of the supplier payment preferences.



2.4.13.5 Please include details on your company’s ePayables solution including but not limited to, benefits, process enhancements and efficiencies, infrastructure landscape requirements, integration requirements, implementation timelines, budget considerations, enrollment, and marketing campaigns. Provide examples of ePayables implementations that your company has accomplished with other governmental entities. 

	Virtual cards at J.P. Morgan provide an electronic, credit card-based payment method that helps clients like the State more efficiently manage your payment process. Virtual cards also help reduce costs and transform traditional areas of expense into potential revenue generators.
We offer a true virtual card solution. Each virtual card has a credit limit equal to the approved payment amount. With a design that creates just one account per payment, the merchant only has access to approved funds for a specific payment.AUTOMATED RECONCILIATION
Reconciliation of virtual cards is based on matching four key elements:
Account number
Validity dates
Dollar value (including tolerances)
Merchant category code (MCC)


When all four key elements of purchase payments to transactions match—account number, dates, dollar amount and merchant category code (MCC)—reconciliation occurs automatically. A reconciliation file is then delivered to the State’s ERP system.
We offer various integration options for virtual cards—API, batch and online—that leverage PaymentNet. Several of our clients leverage API and batch for specific use cases. These clients enjoy a cohesive/consistent experience with the robust capabilities that PaymentNet offers.
[image: ]
Couple powerful payment control, anti-fraud, and reconciliation features with the flexibility, float and rebate of a purchasing card. 
When you replace less efficient payment methods, such as checks, with virtual cards, you hold onto cash longer while paying suppliers sooner.
Streamline program managementINCREASE EFFICIENCY
Use PaymentNet to:
Automate administration
Gain more control over payments
Streamline account reconciliation 


As part of our virtual card solution, access our industry-leading PaymentNet system, the engine that interfaces with Visa to create your accounts. 
Use PaymentNet for account and transaction management, advanced reporting, activity monitoring, statement access, reconciliation and data integration tasks.
Payment process PaymentNet for virtual cards
J.P. Morgan offers flexible setup options to meet the State’s virtual payment needs. 
Our batch option uses current ERP and general ledger systems to manage accounts payable-type expenses. 
Our API option integrates with clients’ internal systems and PaymentNet, allowing users to send requests and receive account numbers in real time via either their internal system or PaymentNet. This option is suited for clients who wish to integrate the virtual card payment process into their day-to-day operations.
Our manual online option allows clients that do not fully integrate into ERP systems to instantly access virtual card numbers within PaymentNet as needed. Clients with batch and API have the option of using the manual online option too.
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